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Voorwoord

Bedoeld publiek

De nieuwkomers bij FreeBSD zullen zien dat de eerste sectie van dit boek ze begeleidt door de
FreeBSD installatieprocedure en de geleidelijke introductie in de concepten van UNIX®. Om deze
sectie goed te kunnen doorlopen is meer nodig dan de wens om te ontdekken en de mogelijkheid
om nieuwe concepten op te nemen wanneer ze geintroduceerd worden.

De tweede, veel grotere, sectie van het handboek is een uitvoerige referentie naar alle mogelijke
(relevante) onderwerpen die interessant zijn voor FreeBSD systeembeheerders. Sommige van deze
hoofdstukken adviseren mogelijk om eerdere documentatie te lezen. Dit wordt aangegeven in de
samenvatting aan het begin van elk hoofdstuk.

Voor een lijst van extra bronnen van informatie zie Bibliografie.

Wijzigingen ten opzichte van de derde editie

De huidige online versie van het Handboek representeert de gezamenlijke inspanning van vele
honderden bijdragende vrijwilligers van de laatste 10 jaar. Hieronder staan enkele van de
belangrijke wijzigingen sinds de tweedelige derde editie in 2004 werd uitgegeven:

* DTrace, DTrace, is toegevoegd met informatie over het krachtige prestatie-analysegereedschap
DTrace.

* Ondersteuning van bestandssystemen, Ondersteuning voor bestandssystemen, is toegevoegd
met informatie over vreemde bestandssystemen in FreeBSD, zoals ZFS van Sun™.

* Security Event Auditing, Beveiliginsgebeurtenissen auditen, is toegevoegd om de nieuwe
auditing-mogelijkheden van FreeBSD te bespreken en het gebruik ervan uit te leggen.

 Virtualisatie, Virtualisatie, is toegevoegd met informatie over het installeren van FreeBSD op
virtualisatiesoftware.

* FreeBSD 9.X en nieuwer installeren, FreeBSD 9.X en nieuwer installeren, is toegevoegd om het
installeren van FreeBSD met het nieuwe installatiegereedschap, bsdinstall te behandelen.

Wijzigingen ten opzichte van de tweede editie (2004)

De derde editie was het resultaat van meer dan twee jaar werk van de toegewijde leden van het
FreeBSD Documentation Project. De gedrukte editie werd zo groot dat het noodzakelijk was om het
was om het als twee afzonderlijke delen te publiceren. Hieronder staan de grootste veranderingen
in deze nieuwe editie:

* Configuration et optimisation, Instellingen en optimalisatie, is uitgebreid met nieuwe
informatie over ACPI power en resource management, het systeemhulpprogramma cron en er
staan meer opties voor het optimaliseren van de kernel beschreven.

» Sécurité, Beveiliging, is uitgebreid met meer informatie over virtuele private netwerken (VPN’s),
toegangscontrolelijsten voor het bestandssysteem (ACL’s) en beveiligingswaarschuwingen.
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* Mandatory Access Control, Verplichte toegangscontrole (MAC), is een nieuw hoofdstuk in deze
editie. Er wordt in uitgelegd wat MAC is en hoe het gebruikt kan worden om FreeBSD te
beveiligen.

» Stockage des données, Opslag, is uitgebreid met informatie over USB opslagapparaten,
snapshots van bestandssystemen, bestandssystemen op basis van bestanden en het netwerk en
versleutelde partities op schijven.

* Aan PPP et SLIP, PPP en SLIP, is een paragraaf toegevoegd over problemen oplossen.

* Courrier électronique, E-mail, is uitgebreid met informatie over alternatieve transport
programma’s, SMTP authenticatie, UUCP, fetchmail, procmail en een aantal andere gevorderde
onderwerpen.

e Serveurs réseau, Netwerkdiensten, is nieuw in deze editie. Dit hoofdstuk bevat informatie over
het opzetten van een Apache HTTP Server, ftpd en het opzetten van een server voor Microsoft®
Windows® clients met Samba. Een aantal paragrafen uit Geavanceerd netwerken,
Geavanceerde Netwerken, zijn om reden van presentatie naar dit hoofdstuk verplaatst.

* Geavanceerd netwerken, Netwerken voor gevorderden, is uitgebreid met informatie over het
gebruik van Bluetooth® apparaten met FreeBSD, het opzetten van draadloze netwerken en
Asynchronous Transfer Mode (ATM) netwerken.

* Eris een termenoverzicht toegevoegd als centrale locatie voor definities van technische termen
die in dit boek gebruikt worden.

 Tenslotte zijn er nog veel esthetische wijzigingen doorgevoerd aan tabellen en figuren in het
boek.

Veranderingen ten opzichte van de eerste editie (2001)

Deze tweede editie is een optelsom van meer dan twee jaar werk door vaste leden van het FreeBSD
Documentation Project. Het volgende zijn de grote wijzigingen in deze editie:

* Eris een complete INDEX toegevoegd.

* Alle ASCII-figuren zijn vervangen door grafische diagrammen.

* Aan elk hoofdstuk is een standaardsamenvatting toegevoegd om een snel overzicht te geven
welke informatie zich in het hoofdstuk bevindt en wat de lezer geacht wordt te weten.

* De inhoud is logisch ingedeeld in drie delen: "Starten”, "Systeembeheer” en "Appendix".

* FreeBSD installeren op FreeBSD 8.X en eerder ("FreeBSD installeren") is compleet herschreven
met veel schermafdrukken erbij om het makkelijker te maken voor nieuwe gebruikers om
greep te krijgen op de tekst.

* UNIX® beginselen ("UNIX® beginselen") is uitgebreid met extra informatie over processen,
daemons en signalen.

» Applicaties installeren. pakketten en ports ("Applicaties installeren") is uitgebreid met extra
informatie over binair package-beheer.

* Het X Window systeem ("Het X Window systeem") is compleet herschreven met de nadruk op
het gebruik van moderne bureaubladtechnologién zoals KDE en GNOME op XFree86™ 4.X.

» Het FreeBSD Opstartproces ("Het FreeBSD Opstartproces") is uitgebreid.
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* Opslag ("Opslag") is herschreven uit wat eens twee aparte hoofdstukken waren over "schijven"
en "back-ups". We vinden dat de onderwerpen beter begrijpbaar zijn wanneer ze in één
hoofdstuk zijn ondergebracht. Er is ook een sectie over RAID (zowel hardware- als
softwarematig) toegevoegd.

» Seriéle communicatie ("Seriéle communicatie") is compleet gereorganiseerd en bijgewerkt voor
FreeBSD 4.X/5.X.

» PPP en SLIP ("PPP en SLIP") is aanzienlijk bijgewerkt.
* Veel nieuwe secties zijn toegevoegd aan Geavanceerd netwerken ("Geavanceerd netwerken").
» Elektronische mail ("E-mail") is uitgebreid met meer informatie over het instellen van sendmail.

* Linux® binaire compatibiliteit ("Linux® binaire compatibiliteit") is uitgebreid met informatie
over het installeren van Oracle®.

* De volgende nieuwe onderwerpen worden behandeld in de tweede editie:
o Instellingen en optimalisatie (Instellingen en optimalisatie).

o Multimedia (Multimedia)

De opbouw van dit boek

Dit boek is opgedeeld in vijf logische secties. De eerste sectie, Beginnen, behandelt de installatie en
het basisgebruik van FreeBSD. Er wordt verwacht dat lezers deze hoofdstukken volgt, en mogelijk
hoofdstukken overslaat met bekende onderwerpen. De tweede sectie, Algemene Taken, behandelt
veelgebruikte functies van FreeBSD. Deze sectie en alle volgende kunnen in een willekeurige
volgorde gelezen worden. Iedere sectie begint met een beknopte samenvatting die beschrijft wat
het hoofdstuk inhoudt en wat de lezer al moet weten. Dit is bedoeld om de lezer de kans te geven
alleen dat te lezen wat voor hem van belang is. In de derde sectie, Systeembeheer, wordt het beheer
behandeld. De vierde sectie, Netwerkcommunicatie, gaat over netwerken en servers. De vijfde sectie
bevat appendices met referentiemateriaal.

Introductie, Introductie

Introduceert FreeBSD aan een nieuwe gebruiker. Het beschrijft de geschiedenis van het FreeBSD
project, de doelen en het ontwikkelmodel.

FreeBSD installeren op FreeBSD 8.X en eerder, Installatie van FreeBSD 8._X en eerder_

Begeleidt de gebruiker door het gehele installatieproces van FreeBSD 8.X en eerder door middel
van sysinstall. Sommige geavanceerde onderwerpen over installeren, zoals installeren via een
seriéle console, worden ook behandeld.

FreeBSD 9.X en nieuwer installeren, Installatie van FreeBSD 9._X en nieuwer_

Begeleidt een gebruiker door het gehele installatieproces van FreeBSD 9.X en nieuwer door
middel van bsdinstall.

UNIX® beginselen, UNIX® beginselen

Behandelt de basiscommando’s en functionaliteit van het FreeBSD besturingssysteem. Als de
lezer bekend is met Linux® of een andere UNIX® variant, kan dit hoofdstuk waarschijnlijk
overgeslagen worden.
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Applicaties installeren. pakketten en ports, Applicaties installeren

Behandelt de installatie van software van derden, met zowel FreeBSD’s innovatieve
"Portscollectie" als de standaard binaire packages.

Het X Window systeem, Het X Window systeem

Beschrijft het X Window systeem in het algemeen en het gebruik van X11 op FreeBSD in het
bijzonder. Het beschrijft ook standaard bureaubladomgevingen zoals KDE en GNOME.

Bureaubladapplicaties, Bureaubladapplicaties_

Levert standaard bureaubladapplicaties in een lijst, zoals webbrowsers en
productiviteitspakketten, en beschrijft hoe ze te installeren op FreeBSD.

Multimedia, Multimedia

Laat zien hoe geluid- en video-ondersteuning te installeren voor een systeem. Het beschrijft ook
een aantal voorbeeld audio- en video- applicaties.

De FreeBSD-kernel instellen, Instellen van de FreeBSD kernel

Beschrijft waarom misschien een nieuwe kernel ingesteld moet worden en levert gedetailleerde
instructies voor het instellen, bouwen en installeren van een eigen kernel.

Afdrukken, Afdrukken

Beschrijft hoe printers beheerd worden onder FreeBSD, met informatie over bannerpagina’s,
afdruk-accounting en initi€le installatie.

Linux® binaire compatibiliteit, Linux® binaire compatibiliteit

Beschrijft de mogelijkheden van FreeBSD voor binaire compatibiliteit met Linux®. Het biedt ook
gedetailleerde installatie-instructies voor vele populaire Linux® applicaties zoals Oracle®, SAP®
R/3®, en Mathematica®.

_Instellingen en optimalisatie, Instellingen en optimalisatie _

Beschrijft de parameters beschikbaar voor systeembeheerders om een FreeBSD te optimaliseren
voor de beste prestaties. Het beschrijft ook diverse instellingenbestanden die gebruikt worden in
FreeBSD en waar die te vinden zijn.

Het FreeBSD opstartproces, Het FreeBSD opstartproces

Beschrijft de FreeBSD opstartprocedure en legt uit hoe deze aan te passen met instellingen.

Gebruikers- en basisaccountbeheer, Gebruikers en basis accountbeheer

Beschrijft hoe gebruikersaccounts aan te maken en te wijzigen. Het beschrijft ook welke
resourcebeperkingen er gezet kunnen worden op gebruikers en andere account-beheerstaken.

Beveiliging, Beveiliging
Beschrijft vele verschillende hulpapplicaties die beschikbaar zijn die helpen om een FreeBSD
systeem veilig te houden, met oa: Kerberos, IPsec en OpenSSH.

Jails, Jails
Beschrijft het jail-raamwerk, en de verbeteringen van jails (gevangenissen) ten opzichte van de
traditionele ondersteuning voor chroot van FreeBSD.
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Verplichte Toegangscontrole (MAC), Verplichte Toegangscontrole (MAC)

Legt uit was Verplichte Toegangscontrole (MAC) is en hoe het gebruikt kan worden om een
FreeBSD te beveiligen.

Security Event Auditing, Security Event Auditing

Beschrijft wat FreeBSD Event Auditing is, hoe het geinstalleerd kan worden, en hoe audit trails
geinspecteerd en gemonitord kunnen worden.

Opslag, Opslag
Beschrijft hoe opslagmedia en bestandssystemen beheerd worden onder FreeBSD. Dit omvat
fysieke schijven, RAID arrays, optische en tape media, geheugenschijven en
netwerkbestandssystemen.

Overzicht, GEOM

Beschrijft wat het GEOM raamwerk in FreeBSD is en hoe de verschillende ondersteunde RAID-
niveau’s in te stellen.

Ondersteuning van bestandssystemen, Ondersteuning van bestandssystemen

Gaat de ondersteuning voor vreemde bestandssystemen in FreeBSD na, zoals het Z File System
van Sun™.

Virtualisatie, Virtualisatie

Beschrijft wat virtualisatiesystemen bieden, en hoe ze met FreeBSD gebruikt kunnen worden.

Lokalisatie - I18N/L10N gebruiken en instellen, Lokalisatie - I18N/L10N gebruiken en instellen

Beschrijft hoe FreeBSD met andere talen dan Engels te gebruiken is. Behandelt zowel het
systeem- als applicatieniveau van localisatie.

FreeBSD updaten en upgraden, FreeBSD updaten en upgraden

Geeft uitleg over de verschillen tussen FreeBSD-STABLE, FreeBSD-CURRENT en FreeBSD
uitgaven. Beschrijft welke gebruikers voordeel hebben van het bijhouden van een
ontwikkelsysteem en legt dat proces uit. Beschrijft de manier waarop gebruikers hun systeem
naar de laatste beveiligingsuitgave kunnen bijwerken.

DTrace, DTrace_

Beschrijft hoe het gereedschap DTrace van Sun™ te configureren en gebruiken in FreeBSD.
Dynamisch tracen kan helpen bij het lokaliseren van prestatieproblemen, door real-time
systeemanalyse uit te voeren.

Seriéle communicatie, Seriéle communicatie

Legt uit hoe een verbinding te maken met terminals en modems op een FreeBSD systeem voor
zowel dial-in als dial-out verbindingen.

PPP en SLIP, PPP en SLIP

Beschrijft hoe PPP, SLIP en PPP over Ethernet te gebruiken om verbinding te maken met remote
systemen met FreeBSD.
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Elektronische mail, E-mail

Legt verschillende componenten uit van een mailserver en gaat dieper in op simpele
instellingen voor de populairste mailserver software: sendmail.

Netwerkdiensten, Netwerkdiensten

Geeft gedetailleerde instructies en voorbeeldinstellingen om een FreeBSD machine als een
netwerk bestandssysteem server, DNS server, netwerk informatiesysteem server of tijdserver in
te stellen.

Firewalls, Firewalls

Licht de filosofie achter op software gebaseerde firewalls toe en beschrijf in detail hoe de
verschillende firewalls die in FreeBSD beschikbaar zijn ingesteld kunnen worden.

Netwerken voor gevorderden, Netwerken voor gevorderden

Beschrijft meerdere netwerk onderwerpen, inclusief het delen van een Internetverbinding met
andere computers in een LAN, routeren voor gevorderden, draadloze netwerken, Bluetooth®,
ATM, IPv6 en nog veel meer.

FreeBSD verkrijgen, FreeBSD verkrijgen

Geeft verschillende bronnen aan voor het verkrijgen van FreeBSD media op CD-ROM of DVD
evenals verschillende sites op het Internet die gebruikers in staat stellen FreeBSD te downloaden
en te installeren.

Bibliografie, Bibliografie
Dit boek behandelt veel verschillende onderwerpen die de lezer misschien hongerig maken naar

een gedetailleerdere uitleg. De bibliografie bevat verwijzingen naar een aantal uitstekende
boeken.

Bronnen op Internet, Bronnen op Internet

Beschrijft de vele forums die beschikbaar zijn voor FreeBSD gebruikers om vragen te stellen, en
om deel te nemen aan technische conversaties over FreeBSD.

PGP sleutels, PGP sleutels

Geeft de PGP-vingerafdrukken van verschillende FreeBSD ontwikkelaars.

Overeenkomsten in dit boek

Om consistentie en leesbaarheid te behouden en de leesbaarheid te behouden worden er een
aantal overeenkomsten nageleefd in dit boek.

Typografische overeenkomsten

Italic

Een italic lettertype wordt gebruikt voor bestandsnamen, URL’s, benadrukte tekst, en het eerste
gebruik van technische termen.
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Monospace

Een monospaced lettertype wordt gebruikt voor foutmeldingen, commando’s,
omgevingsvariabelen, namen van ports, hostnamen, gebruikersnamen, groepsnamen,
apparaatnamen, variabelen en stukjes code.

Vet

Een vet lettertype wordt gebruikt voor applicaties, commando’s en toetsen.

Gebruikersinvoer

Toetsen worden weergegeven in bold om op te vallen tussen andere tekst. Toetscombinaties die
bedoeld zijn om tegelijkertijd getypt te worden, worden weergeven met + tussen de toetsen zoals

Ctrl + Alt + Del

Betekent dat de gebruiker de volgende toetsen op hetzelfde moment moet indrukken: Ctrl, Alt en
Del.

Toetsen die bedoeld zijn om achter elkaar te typen worden gescheiden door komma'’s, bijvoorbeeld
Ctr1 + X, Ctr1 + S

zou betekenen dat de gebruiker de Ctrl en X toetsen tegelijk moet indrukken en erna Ctrl en S
tegelijkertijd moet indrukken.

Voorbeelden

Voorbeelden die beginnen met E:\ geven aan dat het een MS-DOS® commando betreft. Tenzij
anders vermeld, kunnen deze commando’s in een "Command prompt"scherm in een moderne
Microsoft® Windows® omgeving worden gebruikt.

E:\ tools\fdimage floppies\kern.flp A:

Voorbeelden die starten met een # geven aan dat een commando ingegeven moet worden als de
superuser in FreeBSD. Er kan aangemeld worden met root om het commando in te typen, of er kan
na als gewone gebruiker aangemeld te hebben gebruikt gemaakt worden van su(1) om superuser-
rechten te verkrijgen.

# dd if=kern.flp of=/dev/fd0

Voorbeelden die starten met % geven aan dat een commando opgegeven moet worden vanuit een
normale gebruikersaccount. Tenzij anders vermeld, wordt de C-shell syntaxis gebruikt voor het
instellen van omgevingsvariabelen en andere shellcommando’s.

% top
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Dankwoorden

Het boek dat nu voorligt representeert de inspanningen van honderden mensen over de hele
wereld. Of ze nu foutjes verbeteren of complete hoofdstukken inleveren, ze hebben allemaal nuttig
bijgedragen.

Verschillende bedrijven hebben bijgedragen aan het maken van dit document door de schrijvers te
betalen om hier voltijds aan te werken, door te betalen voor de publicatie, etc. In het bijzonder
heeft BSDi (Overgenomen door Wind River Systems) leden van het FreeBSD Documentation Project
betaald om voltijds te werken aan het verbeteren van dit boek, wat leidde tot de publicatie van de
eerste editie in maart 2000 (ISBN 1-57176-241-8). Wind River Systems heeft daarna verschillende
schrijvers betaald om een aantal verbeteringen uit te voeren voor de printuitvoer-infrastructuur en
om extra hoofdstukken toe te voegen aan de tekst. Dit werk leverde de publicatie van de tweede
gedrukte editie in november 2001 (ISBN 1-57176-303-1). In 2003-2004 heeft FreeBSD Mall, Inc een
aantal mensen die bijdragen hebben geleverd betaald om het handboek te verbeteren voor een
derde gedrukte editie.
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Deel I: Beginnen

Dit deel van het FreeBSD handboek is voor gebruikers en beheerders die net beginnen met
FreeBSD. Deze hoofdstukken:

* Geven een inleiding in FreeBSD;

Lichten het installatieproces toe;

* Bespreken de UNIX® basisbegrippen en grondslag;

* Tonen hoe de vele aanvullende applicaties voor FreeBSD geinstalleerd kunnen worden;

* Introduceren X, het venstersysteem van UNIX® en gaan uitvoerig in op hoe een

bureaubladomgeving wordt ingesteld die een gebruiker helpt productiever te zijn.

Er is geprobeerd het aantal vooruitwijzingen tot een minimum te beperken zodat het handboek
van begin tot einde gelezen kan worden zonder bladeren.
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Hoofdstuk 1. Introductie

1.1. Overzicht

Welkom bij FreeBSD! Dit hoofdstuk beschrijft de verschillende aspecten van het FreeBSD Project:
geschiedenis, doelen, ontwikkelmodel en meer.

Na het lezen van dit hoofdstuk weet de lezer:

Hoe FreeBSD gerelateerd is aan andere besturingssystemen;
De geschiedenis van het FreeBSD Project;

De doelen van het FreeBSD Project;

De fundering van het FreeBSD open-source ontwikkelmodel;

En natuurlijk: waar de naam "FreeBSD" vandaan komt.

1.2. Welkom bij FreeBSD!

FreeBSD is een op 4.4BSD-Lite gebaseerd besturingssysteem voor Intel (x86 en Itanium®), AMD64
en Sun UltraSPARC® computers. Er zijn ook ports naar andere architecturen in voorbereiding. Er is
nog meer informatie over de geschiedenis van FreeBSD of over de huidige uitgave. Als de lezer wil
bijdragen aan het project (code, hardware, geld) wordt aangeraden het artikel Bijdragen aan
FreeBSD te lezen.

1.2.1. Wat kan FreeBSD?

FreeBSD heeft veel mogelijkheden die het bespreken waard zijn. Hier zijn er enkele op een rij gezet:

Preemptive multitasking zorgt ervoor dat meerdere programma’s en gebruikers op dezelfde
computer kunnen werken, zonder dat de systeemrespons of stabiliteit beinvloed wordt.

Ondersteuning voor meerdere gebruikers maakt het mogelijk dat verschillende mensen een
FreeBSD systeem tegelijkertijd kunnen gebruiken voor een groot aantal taken. Dit betekent
bijvoorbeeld dat randapparaten als printers en tapedrives gedeeld kunnen worden door alle
gebruikers van het systeem en dat individuele beperkingen ingesteld kunnen worden voor
gebruikers of voor groepen gebruikers, zodat kritieke systeembronnen beschermd kunnen
worden tegen onrechtmatig of overmatig gebruik.

Krachtige mogelijkheden voor TCP/IP netwerken met ondersteuning voor industriestandaarden
als SCTP, DHCP, NFS, NIS, PPP, SLIP, IPsec en IPv6. Dit betekent dat een FreeBSD-systeem
makkelijk kan samenwerken met andere systemen en dat het kan functioneren als
bedrijfsserver, waarbij het belangrijke functies als NFS (bestandsdeling over het netwerk),
email, webdiensten, FTP, routing en firewall-diensten kan aanbieden.

Geheugenbeveiliging garandeert dat applicaties (of gebruikers) elkaar niet kunnen storen. Een
crashende applicatie heeft totaal geen effect op andere applicaties.

FreeBSD is een 32-bits besturingssysteem (64-bits op de Itanium®, AMD64, en UltraSPARC®) en
is van de grond af aan zo ontworpen.
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* Het X Window systeem (X11R7), een industriéle standaard, biedt een grafische
gebruikersinterface (GUI) met als enige benodigdheden een VGA-kaart en een beeldscherm.

* Door binaire compatibiliteit met veel programma’s voor Linux®, SCO, SVR4, BSDI en NetBSD is
het mogelijk om deze programma’s zonder snelheidsverlies op FreeBSD te draaien.

* Er zijn duizenden applicaties beschikbaar in de FreeBSD ports en pakketten collectie. Waarom
zoeken op het Internet als het allemaal al klaarstaat?

* Duizenden andere en makkelijk over te zetten applicaties zijn beschikbaar op het Internet.
FreeBSD is broncode-compatibel met de meeste populaire commerciéle UNIX® systemen, wat
betekent dat veel applicaties nagenoeg geen wijzigingen vereisen om te compileren op FreeBSD.

* Het demand-paged virtueel geheugen en de "gecombineerde VM/buffer cache" van FreeBSD
zorgen ervoor dat applicaties met grote geheugenbehoeften niets te kort komen, terwijl de
systeemrespons niet achteruit gaat.

* SMP-ondersteuning voor computers met meerdere processoren.

* Een volledige C en C++ ontwikkelomgeving. Vele andere programmeertalen, te gebruiken voor
onderzoek of geavanceerde ontwikkeling, zijn ook beschikbaar in de ports- en pakketcollectie.

* De broncode van het hele systeem is beschikbaar, zodat gebruikers de volledige controle over
het systeem in handen hebben. Waarom genoegen nemen met alleen het erewoord van de
softwarefabrikant, als een compleet open systeem ook tot de mogelijkheden behoort?

 Uitgebreide online documentatie.

* En nog veel meer!

FreeBSD is gebaseerd op de 4.4BSD-Lite uitgave van de Computer Systems Research Group (CSRG)
aan de University of California in Berkeley en borduurt voort op een lange traditie van
ontwikkeling van BSD-systemen. Het FreeBSD Project heeft duizenden uren gestoken in het
afstellen van het systeem voor maximale prestaties en betrouwbaarheid in realistische en veel
voorkomende situaties. Terwijl veel commerciéle bedrijven blijven worstelen met het uitbrengen
van besturingssystemen met dergelijke mogelijkheden, prestaties en betrouwbaarheid, kan
FreeBSD deze nu bieden!

De toepassingen voor FreeBSD worden alleen beperkt door eigen fantasie. Van software-
ontwikkeling tot fabrieksautomatisering, van voorraadbeheersing tot de azimuth-correctie van een
satellietantenne: als het kan met een commercieel UNIX®product, dan kan het ook met FreeBSD!
FreeBSD vaart ook wel bij de letterlijk duizenden open-source programma’s, vaak van bijzonder
hoge kwaliteit, die ontwikkeld zijn in onderzoekscentra, universiteiten over de hele wereld en
open-source gemeenschappen, en die beschikbaar zijn voor weinig of geen geld. Ook steeds meer
commerciéle applicaties vinden hun weg naar FreeBSD.

Omdat ook de broncode van FreeBSD zelf vrij beschikbaar is, kan het systeem aangepast worden
voor speciale toepassingen of projecten, op manieren die meestal niet mogelijk zijn met
besturingssystemen van vooraanstaande commerci€le softwarehuizen. Hier zijn een aantal
voorbeelden van toepassingen waar FreeBSD voor gebruikt wordt:

o Internetdiensten: de robuuste TCP/IP netwerkarchitectuur die in FreeBSD zit, maakt het een
ideaal platform voor uiteenlopende Internetdiensten als:

o FTP servers;
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- World Wide Webservers (standaard of beveiligd [SSL]);
o IPv4 en IPv6 routering

o Firewalls en NAT ("IP-maskering") gateways;

o E-mail servers;

o USENET nieuws of Bulletin Board (BBS) systemen;

o En meer...

FreeBSD kan eenvoudig geleerd worden op een goedkope standaard-PC, om later verder te
groeien naar een professioneel Xeon-systeem met 4 processoren (of meer!) en RAID
opslagsystemen als een bedrijf groeit.

* Onderwijs: is de lezer informaticastudent of werkzaam in een ander vakgebied dat hier mee te
maken heeft? Er is geen betere manier om besturingssystemen, computerarchitecturen en
netwerken te bestuderen dan de hands-on open-source ervaring die FreeBSD kan bieden. Gratis
beschikbare programma’s voor CAD, wiskundige toepassingen en grafisch ontwerp maken
FreeBSD ook heel handig voor mensen wiens primaire interesse voor de computer ligt bij het
voltooien van ander werk!

* Onderzoek: omdat de broncode van het volledige systeem beschikbaar is, vormt FreeBSD een
uitstekende basis voor het onderzoeken van besturingssystemen of andere takken in de
informatica. De open natuur van FreeBSD maakt het ook mogelijk voor groepen mensen over
de hele wereld om met elkaar samen te werken, zonder dat men zich zorgen hoeft te maken
over speciale licentieovereenkomsten of beperkingen op wat er besproken kan worden in open
fora.

* Netwerken: nieuwe router nodig? Of een nameserver (DNS)? Een firewall om een intern
netwerk te beschermen? FreeBSD kan die ongebruikte 486 of Pentium PC die nog ergens in een
hoekje ligt gemakkelijk omtoveren tot een geavanceerde router met uitgebreide pakketfilter
mogelijkheden.

* X Window werkstation: FreeBSD is een prima keuze als goedkope X terminal oplossing, door
gebruik te maken van de gratis beschikbare X11 server. In tegenstelling tot een pure X terminal
kan FreeBSD ook applicaties lokaal draaien, wat een verlichting van de centrale server tot
gevolg kan hebben. FreeBSD heeft zelfs de mogelijkheid om "schijfloos" op te starten, zodat
individuele werkstations nog goedkoper en makkelijker te beheren zijn.

* Bureaublad: de beschikbaarheid van geavanceerde bureaubladomgevingen als KDE en GNOME
en kantoortoepassingen als tekstverwerkers en spreadsheet-programma’s in de ports- en
pakketcollectie maken van FreeBSD een uitgebreid desktop-platform. Thuis en op het werk
zorgt FreeBSD ervoor dat er snel, efficiént en veilig gewerkt kan worden!

* Software Ontwikkeling: bij het standaard FreeBSD-systeem zit al een volledige verzameling van
ontwikkelgereedschappen, inclusief de bekende GNU C/C++ compiler en debugger.

FreeBSD is beschikbaar in zowel broncode als binaire vorm op CD-ROM, DVD en via FTP. In
FreeBSD verkrijgen staat meer informatie over het verkrijgen van FreeBSD.
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1.2.2. Wie gebruiken FreeBSD?

FreeBSD wordt gebruikt als platform voor apparaten en producten van vele van 's werelds grootste
IT-bedrijven, waaronder:

* Apple

» Cisco

* Juniper

* NetApp
FreeBSD wordt ook gebruikt om sommige van de grootste sites op het Internet te draaien,
waaronder:

* Yahoo!

* Yandex

* Apache

* Rambler

* Sina

» Pair Networks

* Sony Japan

» Netcraft

* NetEase

» Weathernews

» TELEHOUSE America

» Experts Exchange

en nog veel meer sites.

1.3. Over het FreeBSD Project

Deze paragraaf geeft wat meer achtergrondinformatie over het project, inclusief een korte
geschiedenis, projectdoelen, en het ontwikkelmodel van het project.

1.3.1. Een korte geschiedenis van FreeBSD

Het FreeBSD Project zag het licht in het begin van 1993, gedeeltelijk als een voortzetting van de
"Unofficial 386BSD Patchkit" door de 3 laatste coordinatoren van de patchkit: Nate Williams, Rod
Grimes en ikzelf.

Het oorspronkelijke doel was om een zogenaamde 'snapshot'-uitgave te maken van 386BSD, om zo
een aantal problemen op te lossen die niet op te lossen waren met het patchkit-mechanisme dat
eerder gebruikt was. Sommigen kunnen zich misschien nog herinneren dat de werktitel van het
project in het begin nog "386BSD 0.5" of "386BSD Interim" was, refererend aan het oorspronkelijke
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doel.

386BSD was het besturingssysteem van Bill Jolitz en had tot op dat moment geleden onder het feit
dat er al bijna een jaar niet naar omgekeken was. Terwijl de patchkit steeds groter en onhandiger
werd, was een groep mensen het er over eens dat er iets moest gebeuren en beslisten om Bill te
assisteren bij het maken van een tussentijdse "cleanup"-snapshot. Deze plannen kwamen echter tot
een plotseling einde toen Bill Jolitz besliste om zijn toestemming voor het project in te trekken,
zonder dat er een alternatief werd geboden.

Het duurde niet lang om te beslissen dat het doel nog steeds belangrijk was, zelfs zonder de
ondersteuning van Bill, dus werd de naam "FreeBSD" aangenomen, naar een idee van David
Greenman. De oorspronkelijke doelen werden opgesteld na het raadplegen van de gebruikers van
het systeem. Toen het erop begon te lijken dat dit project misschien wel snel realiteit kon worden,
werd contact opgenomen met Walnut Creek CD-ROM vanuit het oogpunt om de distributiekanalen
van FreeBSD te verbeteren voor diegenen die geen toegang hadden tot Internet. Walnut Creek CD-
ROM ondersteunde niet alleen het idee om FreeBSD op CD-ROM te distribueren, maar bood het
project ook een systeem en een snelle Internetverbinding om mee te werken. Zonder Walnut Creek
CD-ROM’s bijna onbeperkte vertrouwen in wat op dat moment nog een compleet onbekend project
was, is het onwaarschijnlijk dat FreeBSD zo ver gekomen zou zijn, en zo snel, als het vandaag de
dag is.

De eerste CD-ROM (en algemene op het net beschikbare) distributie was FreeBSD 1.0, uitgebracht in
december 1993. Deze versie was gebaseerd op de 4.3BSD-Lite ("Net/2") tape van U.C. Berkeley, met
veel toevoegingen van 386BSD en de Free Software Foundation. Het werd een redelijk succes voor
een eerste aanbod, en werd opgevolgd door de zeer succesvolle FreeBSD 1.1 uitgave in mei 1994.

Rond deze tijd vormde zich nogal onverwacht een stormachtige lucht aan de horizon toen Novell
en U.C. Berkeley hun langlopende rechtszaak over de legale status van de Berkeley Net/2 tape
oplosten met een schikking. Een voorwaarde van deze schikking was dat U.C. Berkeley toegaf dat
grote delen van Net/2 "beladen" code was en het eigendom van Novell, die deze code op haar beurt
overgenomen had van AT&T enige tijd hiervoor. Wat Berkeley hiervoor terugkreeg was Novell’s
"zegen" over de 4.4BSD-Lite uitgave; wanneer deze uitkwam zou Novell verklaren dat geen van de
code hierin eigendom van Novell was, en bestaande Net/2 gebruikers zou sterk aanbevolen worden
om over te stappen naar deze nieuwe versie. Dit gold ook voor FreeBSD en het project werd de tijd
gegeven tot juli 1994 om te stoppen met het distribueren van het eigen op Net/2-gebaseerde
product. De schikking liet wel toe dat nog een laatste uitgave werd uitgebracht voor de deadline en
dat was FreeBSD 1.1.5.1.

FreeBSD nam toen de enorme taak op zich om zichzelf letterlijk opnieuw uit te vinden, met als
basis een volledig nieuwe en nogal incomplete verzameling van delen van 4.4BSD-Lite. De "Lite"
uitgaven werden zo genoemd omdat Berkeley’s CSRG grote delen code die nodig waren om een
werkend systeem te construeren had weggelaten (om allerlei legale redenen) en omdat de Intel
port van 4.4 grotendeels incompleet was. Het kostte het project tot november 1994 om deze
overstap te maken. Op dat moment werd FreeBSD 2.0 op het net en op CD-ROM (aan het einde van
december) uitgebracht. Ondanks het feit dat deze uitgave nog wat ruige kanten had, werd het een
groot succes en werd het gevolgd door de robuustere en makkelijker te installeren FreeBSD 2.0.5 in
juni 1995.

In augustus 1996 is FreeBSD 2.1.5 uitgebracht en deze bleek populair genoeg bij Internet service
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providers (ISP’s) en andere commerciéle gebruikers van FreeBSD om nog een uitgave van de 2.1-
STABLE tak te rechtvaardigen. Dit was FreeBSD 2.1.7.1, uitgebracht in februari 1997. Deze uitgave
markeerde het einde van de hoofdstroomontwikkeling op 2.1-STABLE; alleen beveilingsupdates en
andere kritieke bugfixes werden nog op deze tak uitgevoerd (RELENG_2_1_0).

FreeBSD 2.2 werd afgesplitst van de ontwikkelingstak ("-CURRENT") in november 1996 als
RELENG_2_2 en de eerste volledige uitgave (2.2.1) werd uitgebracht in april 1997. Andere uitgaven
van de 2.2 tak werden uitgebracht in de zomer en herfst van '97. De laatste (2.2.8) verscheen in
november 1998. De eerste officiéle 3.0 uitgave verscheen in oktober 1998 en was het begin van het
einde voor de 2.2 tak.

Er was opnieuw een afsplitsing op 20 januari 1999, wat leidde tot de 4.0-CURRENT en 3.X-STABLE
takken. Vanuit 3.X-STABLE werd versie 3.1 uitgebracht op 15 februari 1999, 3.2 op 15 mei 1999, 3.3
op 16 september 1999, 3.4 op 20 december 1999 en 3.5 op 24 juni 2000. De laatste werd enkele
dagen later gevolgd door een puntuitgave-update naar 3.5.1, om enkele net-ontdekte
beveiligingsfouten in Kerberos te corrigeren. Dit was de laatste uitgave van de 3.X tak.

Een nieuwe tak werd gemaakt op 13 maart 2000, de 4.X-STABLE tak. Er zijn verschillende uitgaven
van deze tak gemaakt: 4.0-RELEASE werd geintroduceerd in maart 2000, en de laatste 4.11-
RELEASE verscheen in januari 2005.

De langverwachte 5.0-RELEASE werd aangekondigd op 19 januari 2003. Dit resultaat van bijna drie
jaar werk zette FreeBSD stevig neer op de weg naar geavanceerde multiprocessor- en threading-
ondersteuning en introduceerde nieuwe FreeBSD ports voor de UltraSPARC® en iab64 architecturen.
Deze uitgave werd gevolgd door 5.1 in juni 2003. De laatste 5.X uitgave uit de -CURRENT-tak was
5.2.1-RELEASE uit februari 2004.

De RELENG_5 tak is gemaakt in augustus 2004 en werd gevolgd door 5.3-RELEASE, die het begin
van de 5-STABLE tak markeert. De meest recente 5.5-RELEASE is uitgekomen in mei 2006. Er staan
geen nieuwe versies gepland voor de RELENG_5 tak.

De RELENG_6 tak is gemaakt in juli 2005, de eerste uitgave van de 6.X tak werd vrijgegeven in
november 2005. De meest recente 6.4-RELEASE kwam uit in november 2008. Er zullen geen verdere
uitgaven komen van de RELENG_6 tak. Deze tak is de laatste tak waarin ondersteuning zit voor de
Alpha architectuur.

De RELENG_7 tak is gemaakt in oktober 2007. De eerste uitgave van deze tak is 7.0-RELEASE, welke
is uitgekomen in februari 2008. De meest recente 7.4-RELEASE kwam uit in februari 2011. Er zullen
geen andere uitgaven van de RELENG_7 tak uitkomen.

De RELENG_8 tak is gemaakt in augustus 2009. De eerste uitgave van de 8.X tak is 8.0-RELEASE,
vrijgegeven in november 2009. De meest recente uitgave 11.2-RELEASE kwam uit in June 28, 2018.
Er zullen nog andere uitgaven van de RELENG_8 tak uitkomen.

De RELENG_9 tak is gemaakt in september 2011. De eerste uitgave van deze tak was 12.0-RELEASE,
vrijgegeven in December 11, 2018. Er zullen nog andere uitgaven van de RELENG_9 tak uitkomen.

Op dit moment vinden lange-termijn ontwikkelprojecten plaats in de 10.X-CURRENT tak, en
snapshot uitgaven van 10.X op CD-ROM (en natuurlijk op het Net) worden continu beschikbaar
gemaakt op de snapshot server.
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1.3.2. Doelen van het FreeBSD Project

Het doel van het FreeBSD Project is om software aan te bieden die gebruikt kan worden voor iedere
mogelijke toepassing, zonder beperkingen. Vele ontwikkelaars hebben een belangrijke investering
in de code (en het project) zitten en vinden het niet erg om af en toe een financiéle compensatie te
ontvangen, maar dat is zeker geen voorwaarde. De ontwikkelaars van FreeBSD geloven dat de
eerste en belangrijkste "missie” het aanbieden van code is, aan iedereen die het wil hebben, voor
wat voor doel dan ook, zodat de code zo breed mogelijk gebruikt kan worden tot voordeel van
zoveel mogelijk mensen. Dit is een van de meest fundamentele doelen van Vrije Software dat
FreeBSD enthousiast ondersteunt.

Sommige code in FreeBSD valt onder de GNU General Public License (GPL) of Library General
Public License (LGPL). Deze code heeft iets meer beperkingen, maar in ieder geval aan de kant
waarbij vrije toegang tot de code geforceerd wordt, in plaats van het gebruikelijke
tegenovergestelde hiervan. Door de toegevoegde moeilijkheden die kunnen voortkomen uit het
commerciéle gebruik van GPL software geeft het FreeBSD Project echter de voorkeur aan het meer
vrije BSD copyright, wanneer er een redelijk alternatief voor handen is.

1.3.3. Het FreeBSD ontwikkelmodel

De ontwikkeling van FreeBSD is een erg open en flexibel proces en wordt gevormd door de
bijdragen van letterlijk honderden mensen over de hele wereld, zoals te zien is in de lijst van
medewerkers. De infrastructuur die wordt gebruikt voor de ontwikkeling van FreeBSD zorgt ervoor
dat deze honderden ontwikkelaars kunnen samenwerken over het Internet. Het FreeBSD Project is
continu op zoek naar nieuwe ontwikkelaars en ideeén. Om bij te dragen aan de ontwikkeling van
FreeBSD is een mail naar FreeBSD technische discussie mailinglijst voldoende. De FreeBSD
aankondigingen mailinglijst is beschikbaar om mededelingen te doen aan andere FreeBSD-
gebruikers over grote veranderingen.

Een aantal dingen over het FreeBSD Project en haar ontwikkelingsproces zijn handig om te weten,
of een bijdrage nu onafhankelijk of in samenwerking met anderen komt:

Het CVS-archief

Gedurende een aantal jaren werd de centrale broncode voor FreeBSD bijgehouden door CVS
(Concurrent Versions System), een vrij verkrijgbaar pakket voor het onderhouden van broncode
dat bij FreeBSD zit. In juni 2008 is het Project SVN (Subversion) gaan gebruiken. Deze overgang
werd nodig geacht omdat de technische beperkingen die door CVS worden opgelegd duidelijk
werden wegens de snelle uitbreiding van de broncode en de hoeveelheid geschiedenis die reeds
is opgeslagen. De reservoirs van het Documentatieproject en de Portscollectie zijn ook omgezet
van CVS naar SVN, respectievelijk in mei 2012 en juli 2012.

Hoewel de reservoirs voor src/ en ports/ nu SVN gebruiken, blijven cliéntgereedschappen zoals
csup die van de oudere CVS-infrastructuur afhankelijk zijn normaal werken - veranderingen in
het SVN-archief worden voor dit doel teruggeplaatst naar CVS. In tegenstelling tot src/ en ports/
wordt het SVN-reservoir voor de documentatie niet teruggeplaatst naar CVS.

Het primaire CVS archief staat op een systeem in Santa Clara, Californié, in de VS, waar het
wordt gesynchroniseerd met verschillende "mirrors" over de hele wereld. De boomstructuur
van SVN , waarin de broncode voor -CURRENT en -STABLE is te vinden, kan ook makkelijk met
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die op een eigen systeem gesynchroniseerd worden. Synchroniseren van broncode bevat meer
informatie over dit onderwerp.

Committers

De zogenaamde committers zijn alle mensen die schrijf-rechten hebben in het Subversion-
archief van FreeBSD. Deze mensen mogen veranderingen maken aan de broncode van FreeBSD
(de term "committer" is afkomstig van het commit commando van versiebeheersystemen, wat
gebruikt wordt om veranderingen door te voeren in het archief). De beste manier om eigen
bijdragen te laten keuren door een van de committers is door gebruik te maken van send-pr(1).
Als het erop lijkt dat een bijdrage ergens in het systeem blijft hangen, dan is het ook mogelijk om
mail te sturen naar de FreeBSD committer’s mailinglijst.

Het FreeBSD Core Team

Het FreeBSD core team zou het equivalent zijn van een raad van bestuur als het FreeBSD Project
een bedrijf zou zijn. De primaire taak van het core team is ervoor zorg te dragen dat het project,
in zijn geheel, in goede vorm verkeert en de goede richting opgaat. Toegewijde en
verantwoordelijke ontwikkelaars uitnodigen om deel te worden van de committers is één van de
taken van het core team, net als het rekruteren van nieuwe leden van het core team. Het huidige
core team is gekozen door de committers uit een groep van kandidaten (ook allen committers) in
juli 2012. Elke twee jaar worden verkiezingen gehouden.

Sommige leden van het core team hebben een bijzondere verantwoordelijkheid, wat wil zeggen
dat zij er speciaal op toezien dat een bepaald deel van het systeem werkt zoals het hoort. In de
lijst  van medewerkers staat een complete lijst van ontwikkelaars en hun
verantwoordelijkheden.

De meeste leden van het core team zijn vrijwilligers. "Toewijding" betekent dus

0 niet "gegarandeerde ondersteuning". De "raad van bestuur"-analogie hierboven
klopt niet helemaal en het is misschien beter om te zeggen dat dit de mensen
zijn die hun leven opgaven voor FreeBSD, tegen beter weten in!

Externe Bijdragen

De grootste groep ontwikkelaars zijn de gebruikers zelf, die FreeBSD continu voorzien van
constructief commentaar en oplossingen voor fouten. De handigste manier om contact te
houden met het niet-gecentraliseerde deel van de ontwikkeling van FreeBSD is een abonnement
nemen op de FreeBSD technische discussie mailinglijst, waar allerlei bijdragen, patches en
nieuwe ideeén worden bediscussieerd. In Bronnen op Internet is meer informatie te vinden over
de verschillende FreeBSD mailinglijsten.

De lijst van medewerkers is lang en groeit iedere dag, dus wat let de lezer om zelf een bijdrage te
doen aan FreeBSD?

Programmeren is niet de enige manier om een bijdrage te leveren aan het project. Een meer
volledige lijst van dingen die gedaan moeten worden staat op de FreeBSD website.

Samengevat is het FreeBSD ontwikkelmodel georganiseerd als een onsamenhangende verzameling
van concentrische cirkels. Het gecentraliseerde model is ontworpen voor het gemak van de
gebruikers van FreeBSD, die op deze manier makkelijk de wijzigingen in het project kunnen volgen.
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Niet om potentiéle medewerkers buiten de deur te houden! Het is wenselijk om een stabiel
besturingssysteem te maken, met een grote verzameling samenhangende applicaties. Dit model
heeft zijn waarde op dat gebied bewezen.

Om bij te dragen en samen FreeBSD verder te ontwikkelen, is het enige wat het FreeBSD Project
vraagt dat te doen met dezelfde toewijding als de huidige ontwikkelaars: succes gegarandeerd!

1.3.4. Huidige FreeBSD uitgave

FreeBSD is een open source, op 4.4BSD-Lite gebaseerd besturingssysteem voor Intel (x86 en
Itanium®), AMD64, n Sun UltraSPARC® computers. Het is grotendeels gebaseerd op software van
de Computer Systems Research Group (CSRG) van de University of California in Berkeley (U.C.
Berkeley), met verbeteringen overgenomen van NetBSD, OpenBSD, 386BSD en de Free Software
Foundation.

Sinds het uitbrengen van FreeBSD 2.0 tegen het einde van 1994, zijn de prestaties, mogelijkheden
en stabiliteit van FreeBSD dramatisch verbeterd. FreeBSD heeft namelijk de beschikking over een
compleet nieuw subsysteem voor virtueel geheugen, dat niet alleen de prestaties ten goede komt,
maar er ook voor zorgt dat het systeem minder geheugen gebruikt dan ooit tevoren. Andere
belangrijke verbeteringen zijn de ondersteuning van veel nieuwe hardware, een compleet nieuw
systeem voor de ondersteuning van machines met meerdere processoren (SMP) en een nieuwe
bibliotheek voor de ondersteuning van multithreading in applicaties.

Behalve de basisdistributie van het besturingssysteem, biedt FreeBSD ook een enorme
softwarecollectie met duizenden veelgebruikte programma’s, de zogenaamde ports. Op het moment
van schrijven zijn er al meer dan 36000 ports! In de ports zitten alle mogelijke klassen van software
die te bedenken zijn, van HTTP-servers tot spellen, van kantoorapplicaties tot multimedia en alles
wat er tussenin zit. De complete Portscollectie beslaat zo’'n 3 GB aan schijfruimte. Meer informatie
over de ports en over de pakketten is te vinden in Applicaties installeren. pakketten en ports.

Alle recente versies van FreeBSD bieden een optie aan in de installer (ofwel sysinstall(8) ofwel
bsdinstall(8)) om aanvullende documentatie te installeren onder /usr/local/shared/doc/freebsd
tijdens de eerste installatie van het systeem. De documentatie kan ook op elk later tijdstip worden
geinstalleerd door pakketten te gebruiken zoals beschreven in Documentatiepakketten gebruiken.
De lokaal geinstalleerde documentatie kan in een browser bekeken worden door de volgende URLs
te gebruiken:

Het FreeBSD handboek
Jusr/local/shared/doc/freebsd/handbook/index.html

De FreeBSD FAQ
/usr/local/shared/doc/freebsd/fag/index.html

De nieuwste versies van deze documenten zijn altijd te vinden op http://www.FreeBSD.org/.
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Hoofdstuk 2. FreeBSD 9.X en nieuwer
installeren

2.1. Overzicht

Wordt nog vertaald.
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Hoofdstuk 3. UNIX® beginselen

3.1. Overzicht

Het volgende hoofdstuk behandelt de basiscommando’s en functionaliteit van het FreeBSD
besturingssysteem. Veel van dit materiaal is relevant voor elk UNIX® achtig besturingssysteem. Als
de lezer reeds bekend is met het materiaal, hoeft dit hoofdstuk niet gelezen te worden. Lezer die
nog niet eerder met FreeBSD te maken hebben gehad wordt aangeraden door te lezen.

Na het lezen van dit hoofdstuk weet de lezer:

* Hoe "virtuele consoles" in FreeBSD gebruikt kunnen worden;

* Hoe UNIX® bestandspermissies werken en hoe bestandsvlaggen in FreeBSD werken;

* Hoe het standaard FreeBSD bestandssysteem eruit ziet;

* Hoe een FreeBSD harde schijf is ingedeeld;

* Hoe bestandssystemen gekoppeld en ontkoppeld worden;

* Wat processen, daemons en signalen zijn;

» Wat een shell is en hoe de standaard omgevingsvariabelen veranderd kunnen worden;
* Hoe elementaire tekstverwerkers te gebruiken;

* Wat apparaten en apparaatkoppelpunten zijn;

» Welk binair formaat FreeBSD gebruikt;

* Hoe handleidingen te gebruiken meer informatie.

3.2. Virtuele consoles en terminals

FreeBSD kan op diverse manieren gebruikt worden. Eén van deze manieren is het typen van
commando’s in een tekstterminal. Veel van de flexibiliteit en kracht van een UNIX®
besturingssysteem is gemakkelijk beschikbaar als je FreeBSD op deze manier gebruikt. Dit
onderdeel beschrijft wat "terminals " en "consoles" zijn en hoe je deze kan gebruiken in FreeBSD.

3.2.1. De console

Als FreeBSD niet is ingesteld om automatisch een grafische omgeving te starten tijdens het
opstarten, geeft het systeem een login prompt als het gestart is. Dit gebeurt direct nadat de
startscripts klaar zijn. Er wordt iets als het volgende getoond:

Additional ABI support:.
Local package initialization:.
Additional TCP options:.
Fri Sep 20 13:01:06 EEST 2002

FreeBSD/1386 (pc3.example.org) (ttyv@)
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login:

De meldingen op het scherm kunnen wellicht iets anders zijn op een systeem, maar het zal iets
soortgelijks zijn. De laatste twee regels zijn de regels waar het nu over gaat. De voorlaatste regel
toont:

FreeBSD/1386 (pc3.example.org) (ttyv@)

Deze regel bevat enkele informatie over het systeem dat net gestart is: dit is een "FreeBSD" console,
draaiend op een Intel of soortgelijke processor op de x86 architectuur. De naam van de machine
(elke UNIX® machine heeft een naam) is pc3.example.org en dit is de console van het systeem, de
ttyv0 terminal.

De laatste regel is altijd:
login:

Dit is het deel waar een "gebruikersnaam" ingevuld moet worden om aan te melden op FreeBSD.
Het volgende deel beschrijft hoe dat werkt.

3.2.2. Aanmelden op FreeBSD

FreeBSD is een multi-user en multi-processing systeem. Dit is de formele beschrijving die meestal
gegeven wordt aan een systeem dat gebruikt wordt door meerdere personen die gelijktijdig
verschillende programma’s draaien op één enkele machine.

Elk multi-user systeem heeft een manier nodig om een "gebruiker" van alle andere gebruikers te
kunnen onderscheiden. In FreeBSD (en alle andere UNIX® achtige besturingssystemen), wordt dit
bereikt door te eisen dat elke gebruiker moet "aanmelden" op het systeem voordat hij/zij
programma’s kan draaien. Elke gebruiker heeft een unieke naam (de "gebruikersnaam") en een
persoonlijke, geheime sleutel (het "wachtwoord"). FreeBSD vraagt om deze twee gegevens voordat
het een gebruiker toegestaat om programma’s te draaien.

Direct nadat FreeBSD is opgestart en de opstartscripts afgerond zijn, wordt een prompt getoond dat
vraagt om een geldige aanmeldnaam op te geven.

login:

In dit voorbeeld wordt aangenomen de gebruikersnaam john is. Als na deze prompt john wordt
getype en op Enter wordt gedrukt, verschijnt hierna een prompt om het " wachtwoord" in te
voeren:

login: john
Password:

30



Nu kan “john’s wachtwoord ingevoerd worden en op Enter gedrukt worden. Het wachtwoord
wordt niet getoond! Daarover hoeft geen zorg te bestaan. Het is voldoende om te zeggen dat dit om
veiligheidsredenen gedaan wordt.

Als het juiste wachtwoord is ingegeven, is er aangemeld bij op FreeBSD en in het systeem klaar om
alle beschikbare commando’s uit te voeren.

Na het aanmelden is de MOTD of het bericht van de dag zichtbaar, gevolgd door een
commandoprompt (een #, § of een % karakter). Dit geeft aan dat er succesvol is aangemeld op
FreeBSD.

3.2.3. Meerdere consoles

UNIX® programma’s draaien in één console is prima, maar FreeBSD kan veel programma’s tegelijk
draaien. Om maar één console te hebben waar commando’s ingetypt kunnen worden zou zonde
zijn van een besturingssysteem als FreeBSD waar meerdere programma’s tegelijkertijd op kunnen
draaien. Hier kunnen "virtuele consoles" van pas komen.

FreeBSD kan ingesteld worden om verschillende virtuele consoles te tonen. Met toetscombinaties
kan van de ene console naar de gewisseld worden. Elke console heeft zijn eigen uitvoerkanaal, en
FreeBSD zorgt ervoor dat alle toetsenbordinvoer en monitoruitvoer goed wordt gezet als er van de
ene console naar de volgende wordt gewisseld.

In FreeBSD kunnen speciale toetscombinaties gebruikt worden om te wisselen naar een ander
virtueelconsole.InFreeBSDkan Alt + F1, Alt + F2 totenmet Alt + F8 gebruiktworden omtewisselen
naar een ander virtueel console.

Als wordt gewisseld van de ene naar de andere console zorgt FreeBSD dat de uitvoer bewaard blijft.
Het resultaat is een "illusie" van het hebben van meerdere schermen en toetsenborden die gebruikt
kunnen worden om commando’s in te voeren om FreeBSD te laten draaien. De programma’s die in
de ene virtuele console draaien, stoppen niet als de console niet zichtbaar is. Ze blijven doordraaien
als naar een andere virtuele console wordt gewisseld.

3.2.4. Het bestand /etc/ttys

De standaardinstelling van FreeBSD start op met acht virtuele consoles. Dit is echter geen vaste
waarde en een installatie kan eenvoudig aangepast worden, zodat het systeem gestart wordt met
meer of minder virtuele consoles. De hoeveelheid en instellingen van de virtuele consoles worden
ingesteld in /etc/ttys.

[etc/ttys kan gebruikt worden om virtuele consoles in te stellen. Elke niet-commentaar regel in dit
bestand (regels die niet beginnen met een # karakter) bevat instellingen voor een terminal of
virtuele console. De standaardversie van dit bestand die meegeleverd wordt met FreeBSD stelt
negen virtuele consoles in en activeert er acht. Dit zijn de regels die beginnen met ttyv:

# naam getty type status commentaar
#
ttyv®d  "/usr/libexec/getty Pc" cons25 on secure

# Virtual terminals
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ttyvl  "/usr/libexec/getty Pc" cons25 on secure

ttyv2  "/usr/libexec/getty Pc" cons25 on secure
ttyv3  "/usr/libexec/getty Pc" cons25 on secure
ttyvd  "/usr/libexec/getty Pc" cons25 on secure
ttyvb  "/usr/libexec/getty Pc" cons25 on secure
ttyve  "/usr/libexec/getty Pc" cons25 on secure
ttyv7  "/usr/libexec/getty Pc" cons25 on secure

ttyv8  "/usr/X11R6/bin/xdm -nodaemon" xterm off secure

Een uitgebreide beschrijving van elke kolom in dit bestand en alle mogelijke opties voor virtuele
consoles staan in de ttys(5) hulppagina gebruiken.

3.2.5. Single-user console

In Single-user modus staat een gedetailleerde beschrijving van de "single-user modus". Het is
belanrijk te melden dat er in single-user modus maar één console is. Er zijn geen virtuele consoles
beschikbaar. De instellingen van de single-user modus console staan ook in /etc/ttys. De regel begint
met console:

# name getty type status commentaar

#

# Als een console gemarkeerd is als "insecure", zal het init script om het root-
wachtwoord

# vragen wanneer het in single-user mode komt.

console none unknown off secure

Zoals het commentaar boven de console regel aangeeft, kan in deze regel het
woord secure gewijzigd worden in insecure. In dat geval vraagt FreeBSD bij het
opstarten in single-user modus nog steeds om een root-wachtwoord.

‘root zoek is, wordt het opstarten in single-user modus lastig. Het is nog steeds
mogelijk, maar het kan vrij moeilijk zijn voor iemand die FreeBSD niet zo goed
kent met betrekking tot het opstarten en de programma’s die daarbij gebruikt
worden.

o Pas op als dit wordt veranderd in _insecure _. Als het wachtwoord van de gebruiker

3.2.6. Het wijzigen van de console video mode

De FreeBSD standaard video mode kan worden gewijzigd in 1024x768, 1280x1024, of een van de
vele andere formaten die ondersteund worden door de grafische kaart en monitor. Laad de module
VESA om gebruik te maken van de verschillende video modes:

# kldload vesa

Kijk daarna welke video modes er ondersteund worden door de hardware door gebruik te maken
van de vidcontrol(1) applicatie. Om een overzicht te krijgen van de ondersteunde video modes
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moet het volgende ingevoerd worden:
# vidcontrol -i mode

Het resultaat van dit commando is een lijst van video modes welke ondersteund worden door de
hardware. Hierna kan de nieuwe video mode gekozen worden door dit aan te geven aan
vidcontrol(1):

# vidcontrol MODE 279

Als de nieuwe video mode acceptabel is, kan dit permanent ingesteld worden door het volgende in
/etc/rc.conf te zetten:

allscreens_flags="MODE_279"

3.3. Rechten

FreeBSD, direct afgeleid van BSD UNIX®, is gebaseerd op verschillende belangrijke UNIX®
concepten. Het meest bekende is dat FreeBSD een multi-user systeem is. Het systeem kan meerdere
gebruikers behandelen die tegelijkertijd totaal verschillende dingen doen. Het systeem is
verantwoordelijk voor het netjes delen en beheren voor aanvragen voor hardware,
randapparatuur, geheugen en cpu tijd tussen elke gebruiker.

Omdat het systeem in staat is om meerdere gebruikers te ondersteunen, heeft alles wat door het
systeem beheerd wordt een set van rechten die aangeeft wie mag lezen, schrijven en de bron mag
uitvoeren. Deze rechten zijn opgeslagen in drie octetten, die weer in drie stukjes onderverdeeld
zijn: één voor de eigenaar van het bestand, één voor de groep waar het bestand toe behoort en één
voor de overigen. De numerieke weergave werkt als volgt:

Waarde Recht Maprecht

0 Niet lezen, niet schrijven, niet -~
uitvoeren

1 Niet lezen, niet schrijven, --X
uitvoeren

2 Niet lezen, schrijven, niet -W-
uitvoeren

3 Niet lezen, schrijven, uitvoeren -WX

4 Lezen, niet schrijven, niet r--
uitvoeren

5 Lezen, niet schrijven, uitvoeren r-X

6 Lezen, schrijven, niet uitvoeren rw-
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Waarde Recht Maprecht

7 Lezen, schrijven, uitvoeren rwx

De -1 optie kan gebruikt worden met Is(1) om een lange lijst met de inhoud van een map te zien die
een kolom heeft met informatie over bestandsrechten voor de eigenaar, groep en de rest. 1s -1 in
een willekeurige map kan het volgende laten zien:

% 1ls -1

total 530

-rw-r--r-- 1 root wheel 512 Sep 5 12:31 myfile
-rw-r--r-- 1 root wheel 512 Sep 5 12:31 otherfile
-rw-r--r-- 1 root wheel 7680 Sep 5 12:31 email.txt

Zo ziet de eerste kolom van 1s -1 eruit:

-rW-r--r--

Het eerste (meest linkse) karakter geeft aan of dit een reguliere bestand is, een map, een speciaal
karakter component(!), een socket of een andere pseudo-file component(!). In dit geval betekent de
- dat het een regulier bestand is. De volgende drie karakters, rw- in dit voorbeeld, geven de rechten
voor de eigenaar van het bestand. De drie karakters r-- erna geven de rechten van voor de groep
van het bestand. De overige drie karakters r-- tonen de rechten voor alle overige gebruikers. Een
streepje betekent dat de rechten uitgeschakeld zijn. In het geval van dit bestand zijn de rechten zo
ingesteld dat de eigenaar kan lezen en schrijven naar het bestand, de groep het bestand kan lezen,
en alle overige gebruikers kunnen ook het bestand lezen. Volgens de tabel hierboven worden de
rechten 644, waar de cijfers de drie stukjes van de rechten aangeven.

Dit is allemaal leuk en aardig, maar hoe controleert het systeem dan rechten voor apparaten?
FreeBSD behandelt de meeste hardware apparaten als bestanden die door programma’s kunnen
worden geopend en gelezen, en waar data naar toe kan worden geschreven, net zoals elk ander
bestand. Deze speciale apparaat bestanden worden bewaard in de map /dev.

Mappen worden ook behandeld als bestanden. Ze hebben lees, schrijf en uitvoerbare rechten. De
uitvoerbare vlag voor een map heeft een klein verschil qua betekenis dan die voor gewone
bestanden. Als een map als uitvoerbaar gemarkeerd is, betekent het dat erin gekeken mag worden.
Het is dus mogelijk om te wisselen naar de map met cd (wissel van map). Dit betekent ook dat in de
map bestanden benaderd kunnen worden waarvan de naam bekend is. Dit is natuurlijk afthankelijk
van de rechten op het bestand zelf.

In het bijzonder, om een lijst van de map te kunnen maken, moet een gebruiker leesrechten op de
map hebben. Om een bestand te verwijderen zijn de naam van het bestand en schrijf en
uitvoerrechten op de map nodig waarin het bestand zich bevindt.

Er zijn meer rechtenvlaggen, maar die worden slechts gebruikt in speciale gevallen, zoals bij setuid
binaries en sticky mappen. Meer informatie over bestandsrechten en hoe die aangepast kunnen
worden staat in chmod(1).
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3.3.1. Symbolische rechten

Symbolische rechten, soms ook wel symbolische expressies, gebruiken karakters in plaats van
octale getallen om rechten aan bestanden en mappen te geven. Symbolische expressies gebruiken
de volgende opbouw: (wie) (actie) (permissies), waar de volgende waardes beschikbaar zijn:

Optie Letter Vertegenwoordigt
(wie) u Gebruiker

(wie) g Groepseigenaar
(wie) 0 Overigen

(wie) a Iedereen ("wereld")
(actie) + Rechten toevoegen
(actie) - Rechten verwijderen
(actie) = Stel deze rechten in
(recht) r Lezen

(recht) w Schrijven

(recht) X Uitvoeren

(recht) t Sticky bit

(recht) S Verander UID of GID

Deze waardes worden gebruikt met chmod(1), net zoals eerder, alleen nu met letters. Het volgende
commando kan gebruikt worden om de overige gebruikers toegang tot BESTAND te ontzeggen:

% chmod go= BESTAND

Er kan een door komma’s gescheiden lijst geleverd worden als meer dan één wijziging aan een
bestand moet worden uitgevoerd. Het volgende commando past de rechten voor de groep en de
"wereld" aan door de schrijfrechten te ontnemen om daarna iedereen uitvoerrechten te geven:

% chmod go-w,a+x BESTAND

3.3.2. FreeBSD bestandsvlaggen

Naast de bestandsrechten die hiervoor zijn besproken, biedt FreeBSD ondersteuning voor
"bestandsvlaggen." Deze vlaggen bieden een aanvullend beveiligingsniveau en controle over
bestanden, maar niet over mappen.

Bestandsvlaggen voegen een extra niveau van controle over bestanden, waardoor verzekerd kan
worden dat in sommige gevallen zelfs root een bestand niet kan verwijderen of wijzigen.

Bestandsvlaggen worden gewijzigd met het hulpprogramma chflags(1), dat een eenvoudige
interface heeft. Om bijvoorbeeld de systeemvlag niet verwijderdbaar in te stellen op het bestand
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file1:
# chflags sunlink filel

Om de vlag niet verwijderbaar weer te verwijderen kan het voorgaande commando met "no" voor
sunlink worden uitgevoerd:

# chflags nosunlink filel

Om de vlaggen op een bestand te bekijken, kan het Is(1) commando met de vlaggen -1lo gebruikt
worden:

# 1s -lo filel
De uitvoer hoort er ongeveer als volgt uit te zien:
-rw-r--r-- 1 trhodes trhodes sunlnk @ Mar 1 05:54 filel

Een aantal vlaggen kan alleen ingesteld of verwijderd worden door de gebruiker root. In andere
gevallen kan de eigenaar van een bestand vlaggen instellen. Meer informatie voor beheerders staat
in chflags(1) en chflags(2).

3.3.3. De setuid-, setgid-, en klevende toestemmingen

Buiten de toestemmingen die reeds besproken zijn, zijn er nog drie specifieke instellingen waarvan
alle beheerders kennis dienen te hebben. Dit zijn de setuid-, setgid-, en sticky toestemmingen.

Deze instellingen zijn belangrijk voor sommige UNIX®-bewerkingen omdat ze functionaliteit
bieden die normaliter niet aan normale gebruikers wordt gegeven. Om ze te begrijpen, dient ook
het verschil tussen de echte gebruikers-ID en de effectieve gebruikers-ID opgemerkt te worden.

De echte gebruikers-ID is de UID die het proces start of bezit. De effectieve UID is de gebruikers-ID
waaronder het proces draait. Bijvoorbeeld, het gereedschap passwd(l) draait met de echte
gebruikers-ID van de gebruiker die het wachtwoord verandert; echter, om de database met
wachtwoorden te manipuleren, draait het met de effectieve ID van de gebruiker root. Dit is wat
normale gebruikers in staat stelt om hun wachtwoorden te veranderen zonder een fout Permission
Denied te zien.

De mount(8)-optie nosuid zorgt ervoor dat deze binairen zwijgend falen. Dit houdt

o in dat ze niet worden uitgevoerd zonder ooit de gebruiker op de hoogte te stellen.
Deze optie is ook niet geheel betrouwbaar aangezien een nosuid-wrapper dit
volgens de handleidingpagina mount(8) kan omzeilen.

De setuid-toestemming kan aangezet worden door het cijfer vier (4) voor een
toestemmingenverzameling te plaatsen zoals te zien is in het volgende voorbeeld:
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# chmod 4755 suidvoorbeeld.sh
De toestemmingen op het bestand suidvoorbeeld.sh dienen er nu als volgt uit te zien:
-rwsr-xr-x 1 trhodes trhodes 63 Aug 29 06:36 suidvoorbeeld.sh

Het zou in dit voorbeeld te zien moeten zijn dat een s nu deel is van de toestemmingenverzameling
bestemd voor de bestandseigenaar, en de uitvoerbare bit vervangt. Dit staat gereedschappen toe
die verhoogde toestemmingen nodig hebben, zoals passwd.

Open twee terminals om dit in real-time te zien. Start op het ene het proces passwd als een normale
gebruiker. Controleer de procestabel terwijl het op een nieuw wachtwoord wacht en kijk naar de
gebruikersinformatie van het commando passwd.

In terminal A:

Changing local password for trhodes
01d Password:

In terminal B:

# ps aux | grep passwd

trhodes 5232 0.0 0.2 3420 1608 @ R+ 2:10AM  0:00.00 grep passwd
root 5211 0.0 0.2 3620 1724 2 I+ 2:09AM  0:00.01

Zoals boven vermeld, wordt passwd door een normale gebruiker gedraaid, maar gebruikt het de
effectieve UID van root.

De setgid-toestemming voert dezelfde functie uit als de setuid-toestemming; behalve dat het de
groepsinstellingen verandert. Wanneer een applicatie of gereedschap met deze instelling wordt
gedraaid, krijgt het de toestemmingen gebaseerd op de groep die het bestand bezit, niet op de
gebruiker die het proces startte.

Om de setgid-toestemming op een bestand aan te zetten, dient een voorlopende twee (2) aan het
commando chmod gegeven te worden zoals in het volgende voorbeeld:

# chmod 2755 sgidvoorbeeld.sh

De nieuwe instelling kan zoals hierboven bekeken worden, merk op dat de s nu in het veld bestemd
voor de instellingen van de groepstoestemmingen staat:
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-rwxr-sr-x 1 trhodes trhodes 44 Aug 31 01:49 sgidvoorbeeld.sh

In deze voorbeelden zal het shellscript niet met een andere EUID of effectief
gebruikers-ID draaien, zelfs al is het shellscript uitvoerbaar. Dit is omdat
shellscripts geen toegang hebben tot de setuid(2)-systeemaanroepen.

De eerste twee speciale toestemmingsbits die we besproken hebben (de toestemmingsbits setuid en
setgid) kunnen de systeemveiligheid verlagen, door verhoogde toestemmingen toe te staan. Er is
een derde bit voor speciale toestemmingen die de veiligheid van een systeem kan verhogen: de
klevende bit.

De klevende bit, wanneer deze op een map is ingesteld, staat alleen het verwijderen van bestanden
toe door de eigenaar van die bestanden. Deze toestemmingenverzameling is nuttig om het
verwijderen van bestanden in publieke mappen, zoals /tmp, door gebruikers die het bestand niet
bezitten te voorkomen. Zet een één (1) voor de toestemming om deze toestemming te gebruiken.
Bijvoorbeeld:

# chmod 1777 /tmp
Het effect kan nu met het commando 1s bekeken worden:

# 1s -al / | grep tmp

drwxrwxrwt 10 root wheel 512 Aug 31 01:49 tmp

De toestemming klevende bit is te onderscheiden met de t aan het einde van de verzameling.

3.4. Mappenstructuur

De FreeBSD mappenstructuur is erg belangrijk om het systeem goed te leren kennen. Het
belangrijkste concept om greep op te krijgen is die van de rootmap, "/". Deze map is de eerste die
gekoppeld wordt tijdens het opstarten en bevat het basissysteem dat nodig is om het
besturingssysteem gereed te maken voor multi-user taken. De rootmap bevat ook koppelpunten
voor elk ander bestandssysteem dat misschien gekoppeld wordt.

Een koppelpunt is een map waar extra bestandssystemen aan het een bestandssysteem gekoppeld
kunnen worden (meestal het root bestandssysteem). Dit wordt beschreven in Organisatie van
schijven. Standaard koppelpunten zijn /usr, /var, /tmp, /mnt en /cdrom. Naar deze mappen wordt
meestal verwezen in /etc/fstab, een tabel met bestandssystemen en koppelpunten ter referentie
voor het systeem. De meeste bestandssystemen in /etc/fstab worden automatisch gekoppeld tijdens
het opstarten door het script rc(8), behalve als de optie noauto gedefinieerd is. Details staan
beschreven in Het bestand fstab.

Een complete beschrijving over het bestandssysteem staat in hier(7). Hier wordt volstaan met een

38


https://man.freebsd.org/cgi/man.cgi?query=setuid&sektion=2&format=html
https://man.freebsd.org/cgi/man.cgi?query=rc&sektion=8&format=html
https://man.freebsd.org/cgi/man.cgi?query=hier&sektion=7&format=html

overzicht van de voorkomende mappen.

Map
/
/bin/

/boot/

/boot/defaults/

/dev/
Jetc/

/etc/defaults/

/etc/mail/

/etc/namedb/

/etc/periodic/

Jetc/ppp/

/mnt/

/proc/

/rescue/

/root/

/sbin/

/tmp/

Jusr/

Omschrijving
Rootmap van het bestandssysteem.

Gebruikersapplicaties, belangrijk voor zowel
single user als multi-user omgevingen.

Programma’s en instellingenbestanden die
gebruikt worden tijdens het opstarten van het
besturingssysteem.

Bestanden met standaardinstellingen voor
opstarten;, zie loader.conf(5).

Apparaatnodes;, zie intro(4).
Bestanden met systeeminstellingen en scripts.

Bestanden met standaard systeeminstellingen;,
zie rc(8).

Instellingenbestanden voor mail transport
programma’s zoals sendmail(8).

Instellingenbestanden voor named, zie named(8).

Scripts die dagelijks, wekelijks en maandelijks
via cron(8) worden uitgevoerd, zie periodic(8).

Instellingenbestanden voor ppp, zie ppp(8).

Lege map, veel gebruikt door
systeembeheerders als tijdelijk koppelpunt voor
opslagruimtes.

Process bestandssysteem;, zie procfs(5) en
mount_procfs(8).

Statisch gelinkte programma’s voor noodherstel,
zie rescue(8).

Thuismap van de gebruiker root.

Systeemprogramma’s en
administratieprogramma’s belangrijk voor
zowel single-user en multi-user omgevingen.

Tijdelijke bestanden. De inhoud van /tmp blijft
meestal NIET bewaard na een herstart. Er wordt
vaak een geheugengebaseerd bestandssysteem
gekoppeld op /tmp. Dit kan geautomatiseerd
worden met de tmpmfs-gerelateerde variabelen
van rc.conf(5) (of met een regel in /etc/fstab). Zie
mdmfs(8).

Hier bevindt zich het leeuwendeel van alle
hulpprogramma’s en gewone programma’s.
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Map Omschrijving

/usr/bin/ Standaard programma’s, programmeertools.

/usr/include/ Standaard C invoegbestanden.

fusr/lib/ Functiebibliotheken.

/usr/libdata/ Diverse databestanden voor hulpprogramma’s.

/usr/libexec/ Systeemdaemons en systeemhulpprogramma’s
(uitgevoerd door andere programma’s).

Jusr/local/ Lokale programma'’s, bibliotheken, etc. Wordt
ook gebruikt als standaard locatie voor de
FreeBSD ports. Binnen /usr/local, wordt de
algemene layout bepaald door hier(7), dat ook
voor /usr wordt gebruikt. Uitzonderingen is de
map man, die direct onder /usr/local ligt in
plaats van onder /usr/local/share, en de
documentatie voor ports is te vinden in
share/doc/port.

/usr/obj/ Architectuur afthankelijke doelstructuur voor
resultaten van de bouw van /usr/src.

/usr/ports/ De FreeBSD Portscollectie (optioneel).

/usr/sbin/ Systeemdaemons en systeemhulpprogramma’s
(uitgevoerd door gebruikers).

/usr/shared/ Architectuur onafhankelijke bestanden.

fusr/src/ BSD en/of lokale broncodebestanden.

Jusr/X11R6/ Uitvoerbare bestanden en bibliotheken, etc, voor
de X11R6 distributie (optioneel).

[var/ Multifunctionele loghoek-, tijdelijke,
transparante en spool bestanden.

/var/log/ Diverse loghoekbestanden van het systeem.

/var/mail/ Postbusbestanden van gebruikers.

/var/spool/ Diverse printer- en
mailsysteemspoolingmappen.

/var/tmp/ Tijdelijke bestanden die bewaard worden bij een
herstart van het systeem.

[var/yp/ NIS maps.

3.5. Organisatie van schijven

De kleinste vorm van organisatie die FreeBSD gebruikt om bestanden te vinden is de
bestandsnaam. Bestandsnamen zijn hoofdlettergevoelig, wat betekent dat readme.txt en
README.TXT twee verschillende bestanden zijn. FreeBSD gebruikt de extensie niet (.txt) van een
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bestand om te bepalen of het bestand een programma, een document of een vorm van data is.

Bestanden worden bewaard in mappen. Een map kan leeg zijn of honderden bestanden bevatten.
Een map kan ook andere mappen bevatten, wat het mogelijk maakt om een hiérarchie van mappen
te maken. Dit maakt het veel makkelijker om data te organiseren.

Bestanden en mappen worden aangegeven door het bestand of de map aan te geven, gevolgd door
een voorwaardse slash, /, gevolgd door andere mapnamen die nodig zijn. Als map foo de map bar
bevat, die op zijn beurt het bestand readme.txt bevat, dan wordt de volledige naam of pad naar het
bestand foo/bar/readme.txt.

Mappen en bestanden worden bewaard op een bestandssysteem. Elk bestandssysteem bevat
precies één map op het hoogste niveau die de rootmap van het bestandssysteem heet. Deze rootmap
kan op zijn beurt andere mappen bevatten.

Tot zover is dit waarschijnlijk hetzelfde als voor elk ander besturingssysteem. Er zijn een paar
verschillen. MS-DOS® gebruikt bijvoorbeeld een \ om bestanden en mappen te scheiden, terwijl
Mac OS® gebruik maakt van :.

FreeBSD gebruikt geen schijfletters, of andere schijfnamen in het pad. FreeBSD gebruikt geen
c:/foo/bar/readme.txt.

Eén bestandssysteem wordt aangewezen als root bestandssysteem, waar naar wordt verwezen met
/. EIK ander bestandssysteem wordt daarna gekoppeld onder het root bestandssysteem. Hoeveel
schijven er ook aan een FreeBSD systeem hangen, het lijkt alsof elke map zich op dezelfde schijf
bevindt.

Stel er zijn drie bestandssystemen met de namen A,B en (. Elk bestandssysteem heeft één root map
die twee andere mappen bevat, A1 en A2 (zo ook voor de andere twee: B1, B2, C1 en C2).

A wordt het root besturingsysteem. Met 1s, dat de inhoud van de map kan tonen, zijn de twee
mappen A1 en A2 te zien. De mappenstructuur ziet er als volgend uit:

Een bestandssysteem moet gekoppeld worden in een map op een ander bestandssysteem. Als nu
bestandssysteem B wordt gekoppeld onder de map A1 vervangt B* *A1 en zien de koppelingen in B er
als volgt uit:
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Elk bestand dat in de mappen B1 en B2 aanwezig is, kan benaderd worden met het pad /A1/B1 of
/A1/B2. Elk bestand dat in /Al stond is tijdelijk verborgen en komt tevoorschijn als "B'is
_ontkoppeld_van A.

Als B gekoppeld is onder A2 ziet de diagram er als volgt uit:

en de paden zouden dan respectievelijk /A2/B1 en /A2/B2 zijn.

Bestandssystemen kunnen op elkaar worden gekoppeld. Doorgaand op het vorige voorbeeld kan
het bestandssysteem (C gekoppeld worden bovenop de map B1 in het bestandssysteem B. Dit
resulteert in:



Of C kan direct onder het bestandssysteem A gekoppeld worden, onder de map A1:

Hoewel het niet gelijk is, lijkt het op het gebruik van join in MS-DOS®.

Beginnende gebruikers hoeven zich hier gewoonlijk niet mee bezig te houden. Normaal gesproken
worden bestandssystemen gemaakt als FreeBSD wordt geinstalleerd en er wordt besloten waar ze
gekoppeld worden. Meestal worden ze ook niet gewijzigd tot er een nieuwe schijf aan een systeem
wordt toegevoegd.

Het is mogelijk om één groot root bestandssysteem te hebben en geen andere. Deze benadering
heeft voordelen en nadelen.

Voordelen van meerdere bestandssystemen

» Verschillende bestandssystemen kunnen verschillende mount opties hebben. Met een goede
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voorbereiding kan het root bestandssysteem bijvoorbeeld als alleen-lezen gekoppeld worden,
waardoor het onmogelijk wordt om per ongeluk Kkritische bestanden te verwijderen of te
bewerken. Het scheiden van andere bestandssystemen die beschrijfbaar zijn door gebruikers,
zoals /home van andere bestandssystemen stelt de beheerder in staat om ze nosuid te koppelen.
Deze optie voorkomt dat suid/guid bits op uitvoerbare bestanden effectief gebruikt kunnen
worden, waardoor de beveiliging mogelijk beter wordt.

FreeBSD optimaliseert automatisch de layout van bestanden op een bestandssysteem,
afhankelijk van hoe het bestandssysteem wordt gebruikt. Een bestandsysteem dat veel
bestanden bevat waar regelmatig naar geschreven wordt, wordt anders geoptimaliseerd dan
een bestandssysteem dat minder maar grotere bestanden bevat. Door het gebruik van één groot
bestandssysteem werkt deze optimalisatie niet.

FreeBSD’s bestandssystemen zijn erg robuust als er bijvoorbeeld een stroomstoring is, hoewel
een stroomstoring op een Kritiek moment nog steeds kan leiden tot schade aan de structuur van
het bestandssysteem. Door het verdelen van data over meerdere bestandssystemen, is de kans
groter dat het systeem nog opstart, wat terugzetten van een back-up makkelijker maakt als dat
nodig is.

Voordeel van één bestandssysteem

* Bestandssystemen hebben een vaste grootte. Als bij de installatie van FreeBSD een

bestandssysteem wordt gemaakt, is het later mogelijk dat de partitie groter gemaakt moet
worden. Dit is niet zo makkelijk zonder een back-up, het opnieuw maken van het
bestandssysteem met gewijzigde grootte en het terugzetten van de geback-upte gegevens.

o FreeBSD heeft growfs(8) waarmee de grootte van het bestandssysteem is aan te
passen terwijl het draait.

Bestandssystemen worden opgeslagen in partities. Dit betekent niet hetzelfde als de algemene
betekenis van de term partitie (bijvoorbeeld, MS-DOS® partitie), vanwege FreeBSD’s UNIX®
achtergrond. Elke partitie wordt geidentificeerd door een letter van a tot en met h. Elke partitie kan
slechts één bestandssysteem hebben, wat betekent dat bestandssystem vaak omschreven worden
aan de hand van hun koppelpunt in de bestandssysteem hiérarchie of de letter van de partitie waar
ze in opgeslagen zijn.

FreeBSD gebruikt ook schijfruimte voor wisselbestanden. Wisselbestanden geven FreeBSD virtueel
geheugen. Dit geeft de computer de mogelijkheid om net te doen alsof er veel meer geheugen in de
machine aanwezig is dan werkelijk het geval is. Als FreeBSD geen geheugen meer heeft, verplaatst
het data die op dat moment niet gebruikt wordt naar de wisselbestanden en plaatst het terug als
het wel nodig is (en zet iets anders in ruil daarvoor terug).

Aan sommige partities zijn bepaalde conventies gekoppeld.

Partitie Conventie

d

b
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Partitie Conventie

¢ Heeft meestal dezelfde grootte als de hele harde
schijf. Dit geeft hulpprogramma’s de
mogelijkheid om op een complete schijf te
werken (voor bijvoorbeeld een bad block
scanner) om te werken op de c partitie. Meest
wordt hierop dan ook geen bestandssysteem
gecreeérd.

d Partitie d had vroeger een speciale betekenis,
maar die is verdwenen. d zou nu kunnen
werken als een normale partitie.

Elke partitie die een bestandssysteem bevat is opgeslagen in wat FreeBSD noemt een slice. Slice is
FreeBSD’s term voor wat meeste mensen partities noemen. Dit komt wederom door FreeBSD’s
UNIX® achtergrond. Slices zijn genummerd van 1 tot en met 4.

Slicenummers volgen de apparaatnamen, voorafgegaan door een s die begint bij 1. Dus "da0_s1_" is
de eerste slice op de eerste SCSI drive. Er kunnen maximaal vier fysieke slices op een schijf staan,
maar er kunnen logische slices in fysieke slices van het correcte type staan. Deze uitgebreide slices
zijn genummerd vanaf 5. Dus "ad0_s5_" is de eerste uitgebreide slice op de eerste IDE schijf. Deze
apparaten worden gebruikt door bestandssystemen waarvan verwacht wordt dat ze een slice in
beslag nemen.

Slices, "gevaarlijk toegewijde" (dangerously dedicated) fysieke drivers en andere drives bevatten
partities, die worden weergegeven door letters vanaf a tot h. Deze letter wordt achter de
apparaatnaam geplakt. Dus "da0_a_" is de a partitie op de eerste da drive, die "gevaarlijk toegewijd"
is. "ad1s3_e_" is de vijfde partitie op de derde slice van de tweede IDE schijf.

Elke schijf op het systeem wordt geidentificeerd. Een schijfnaam start met een code die het type
aangeeft en dan een nummer dat aangeeft welke schijf het is. In tegenstelling tot bij slices, start het
nummeren van schijven bij 0. Standaardcodes staan beschreven in Schijf apparaatcodes.

Bij een referentie aan een partitie verwacht FreeBSD ook dat de slice en schijf refereert naar die
partitie en als naar een slice wordt verwezen moet ook de schijfnaam genoemd worden. Dit kan
door de schijfnaam, s, het slice nummer en de partitieletter aan te geven. Voorbeelden staan in
Voorbeeld schijf-, slice- en partitienamen.

In Conceptmodel van een schijf staat een conceptmodel van een schijflayout die een en ander
verduidelijkt.

Voordat FreeBSD geinstalleerd kan worden moeten eerst de schijfslices gemaakt worden en daarna
moeten de partities op de slices voor FreeBSD gemaakt worden. Daarna wordt op elke partitie het
bestandssysteem (of wisselbestand) gemaakt en als laatste wordt besloten waar het filesysteem
gekoppeld wordt.

Tabel 1. Schijf apparaatcodes
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Code Betekenis

ad ATAPI (IDE) schijf

da SCSI directe toegang schijf
acd ATAPI (IDE) CDROM

cd SCSI CDROM

fd Floppydisk

Voorbeeld 1. Voorbeeld schijf-, slice- en partitienamen

Name Betekenis

ados1a De eerste partitie (a) op de eerste slice (s1) op
de eerste IDE schijf (ad0).

dals2e De vijfde partitie (e) op de tweede slice (s1) op
de tweede SCSI schijf (da1).

Voorbeeld 2. Conceptmodel van een schijf

Het onderstaande diagram geeft aan hoe FreeBSD de eerste IDE schijf in het systeem ziet. Stel
dat de schijf 4 GB groot is en dat deze twee 2 GB slices (MS-DOS® partities) bevat. De eerste
slice bevat een MS-DOS® schijf, C: en de tweede slice bevat een FreeBSD installatie. Deze
FreeBSD installatie heeft drie partities en een partitie met een wisselbestand.

De drie partities hebben elk een bestandssysteem. Partitie a wordt gebruikt voor het root
bestandssysteem, e voor de map /var en f voor de map /usr.
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250 GB Hard Disk: ada0
Slice 1, Windows NTFS, BOGB: ada0s1

Slice 2, FreeBSD, 170GB: ada0s2

FreeBSD partition a, ada0Os2a
mounted as /

FreeBSD partition b, ada0Os2b
swap

FreeBSD partition d, ada0s2d
mounted as /var

FreeBSD partition e, adaOs2e
mounted as /tmp

FreeBSD partition £, ada0Os2f
mounted as /fusr

3.6. Het koppelen en ontkoppelen van
bestandssystemen

Het bestandssysteem wordt het best weergegeven als een boom, met de stam als /. /dev, /usr en de
andere map in root zijn takken die weer hun eigen takken kunnen hebben, zoals /usr/local, etc.

Er zijn verschillende redenen om sommige van deze mappen op aparte bestandssystemen te
plaatsen. /var bevat de mappen log/, spool/ en verschillende types tijdelijke bestanden en kan
volraken. Het laten vollopen van het root bestandssysteem is geen goed idee, dus het splitsen van
/var van / is vaak de favoriet.

Een andere vaak voorkomende reden om bepaalde mapbomen op aparte bestandssystemen te
plaatsen, is om ze op verschillende fysieke schrijven te zetten of gescheiden virtuele schijven zoals
gemounte Netwerk bestandssystemen of cd-rom drives.

3.6.1. Het bestand fstab

Tijdens het opstartproces, worden bestandssystemen die vermeld staan in /etc/fstab automatisch
gekoppeld (tenzij ze vermeld staan met noauto).
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/etc/fstab bevat een lijst van regels die aan het volgende formaat voldoen:

apparaat /koppelpunt fstype opties dumpfreq passno

apparaat

Een apparaatnaam (die moet bestaan) zoals uitgelegd in Apparaatnamen.

koppelpunt

Een map (die moet bestaan) waarop het bestandssysteem gekoppeld moet worden.

fstype

Het bestandssysteem type dat aan mount(8) gegeven wordt. Het standaard FreeBSD
bestandssysteem is ufs.

opties
Dit is of rw voor lezen en schrijven bestandssytemen, of ro voor alleen lezen, gevolgd door elke
andere optie die mogelijk nodig is. Een standaard optie is noauto voor bestandssystemen die niet
automatisch gekoppeld worden tijdens het opstarten. Andere opties staan in mount(8).

dumpfreq

Dit wordt gebruikt door dump(8) om te bepalen welke bestandssystemen gedumpt moeten
worden. Als het veld niet is ingevuld, wordt aangenomen dat er een nul staat.

passno

Dit bepaalt in welke volgorde bestandssystemen gecontroleerd moeten worden.
Bestandssystemen die overgeslagen moeten worden moeten hun passno waarde op nul hebben
staan. Voor het root bestandssysteem (dat voor alle andere gecontroleerd moet worden) moet
passno op één staan en passno waarden voor andere bestandssystemen moeten een waarde
hebben groter dan één. Als bestandssysteem dezelfde passno waarde hebben probeert fsck(8)
deze bestandssystemen tegelijkertijd te controleren.

In fstab(5) staat meer informatie over de opmaak van /etc/fstab en de mogelijke opties.

3.6.2. Het commando mount
mount(8) wordt gebruikt om bestandsystemen te koppelen.

De meest eenvoudige vorm is:

# mount apparaat koppelpunt

Alle opties voor het commando staat in mount(8), maar de meest voorkomende zijn:

Mountopties
-a

Mount alle bestandssystemen die in /etc/fstab staan, behalve die gemarkeerd staan als "noauto",
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uitgesloten zijn door de optie -t of die al gekoppeld zijn.

-d
Doe alles behalve het echt aanroepen van de systeemopdracht mount. Deze optie is handig in
samen met de optie -v om te bepalen wat mount(8) eigenlijk probeert te doen.

-f
Forceert het koppelen van een niet schoon bestandssysteem (gevaarlijk) of forceert het innemen
van schrijftoegang als de koppelstatus van een bestandssysteem wijzigt van lezen en schrijven
naar alleen lezen.

-r

Mount het bestandssysteem alleen lezen. Dit is identiek aan de optie ro voor de optie -o.

-t fstype
Mount het opgegeven bestandssysteem als het opgegeven type bestandssysteem of koppelt
alleen bestandssystemen van het aangegeven type als ook de optie -a is opgegeven.

"ufs" is het standaard bestandssysteem.

-u

Werk koppel opties van het bestandssysteem bij.

Geef uitgebreide informatie (verbose).

-W

Mount het bestandssysteem lezen en schrijven.
De optie -0 accepteert een door komma’s gescheiden lijst van opties, waaronder de volgende:

noexec

Sta geen uitvoerbare bestanden toe op dit bestandssysteem. Ook dit is een nuttige
veiligheidsoptie.

nosuid

Interpreteer geen setuid of setgid opties op het bestandssysteem. Ook dit is een nuttige
veiligheidsoptie.

3.6.3. Het commando umount
umount(8) heeft een koppelpunt, een apparaatnaam, -a of -A als parameter.

Alle vormen kunnen de optie -f hebben om een bestandsysteem te forceren te ontkoppelen en de
optie -v voor uitgebreide informatie. De optie -f is meestal geen goed idee. Forceren dat een
bestandssysteem ontkoppeld wordt kan de computer laten crashen of data op het bestandssysteem
beschadigen.

De opties -a en -A worden gebruikt om alle bestandssystemen te unmounten, mogelijk nader
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gespecificeerd door de optie -t met daarachter op welke typen bestandssystemen het betrekking
heeft. Voor de optie -A geldt dat deze niet probeert het root bestandssysteem te ontkoppelen.

3.7. Processen

FreeBSD is een multi-tasking besturingssysteem. Dit betekent dat het lijkt alsof er meer dan één
proces tegelijkertijd draait. EIk programma dat draait wordt een proces genoemd. EIk commando
dat wordt uitgevoerd start op zijn minst één nieuw proces en er zijn systeemprocessen die continu
draaien om het systeem functioneel te houden.

Elk proces wordt geidentificeerd door een nummer dat process ID of PID heet, en net zoals bij
bestanden heeft elk proces één eigenaar en groep. De eigenaars- en groepsinformatie wordt
gebruikt om te bepalen welke bestanden en apparaten het proces mag openen, waarbij gebruik
wordt gemaakt van de bestandsrechten die eerder zijn behandeld. Veel processen hebben ook een
ouderproces (parent process). Een ouderproces is een proces dat het nieuwe proces heeft gestart.
Als commando’s in een shell worden ingevoerd, start de shell een proces en elk commando dat
draait is ook een proces. De uitzondering hierop is het speciale proces init(8). init is altijd het eerste
proces, dus het PID is altijd 1. init wordt automatisch gestart door de kernel als FreeBSD opstart.

Twee commando’s die erg handig zijn om te zien welke processen er draaien zijn ps(1) en top(1). ps
wordt gebruikt om een statische lijst op te vragen van de processen die op het moment van
uitvoeren draaien en kan hun PID, geheugengebruik, de startende commandoregel, enzovoort,
tonen. top geeft alle draaiende processen weer en werkt de status elke paar seconden bij zodat
interactief wordt weergegeven wat een computer aan het doen is.

Standaard laat ps alleen zien welke commando’s draaien waarvan de gebruiker die het uitvoert de
eigenaar is:

% ps
PID TT STAT TIME COMMAND
298 p0@ Ss 0:01.10 tcsh
7078 poO S 2:40.88 xemacs mdoc.xsl (xemacs-21.1.14)
37393 po I 0:03.11 xemacs freebsd.dsl (xemacs-21.1.14)
48630 poO S 2:50.89 /usr/local/lib/netscape-linux/navigator-linux-4.77.bi
48730 p0 IW 0:00.00 (dns helper) (navigator-linux-)
72210 p@ R+ 0:00.00 ps
390 p1 Is 0:01.14 tcsh
7059 p2 Is+ 1:36.18 /usr/local/bin/mutt -y
6688 p3 IWs 0:00.00 tcsh
10735 p4 1IWs 0:00.00 tcsh
20256 p5 1IWs 0:00.00 tcsh
262 v0 IWs 0:00.00 -tcsh (tcsh)
270 v0 IW+ 0:00.00 /bin/sh /usr/X11R6/bin/startx -- -bpp 16
280 vO IW+ 0:00.00 xinit /home/nik/.xinitrc -- -bpp 16
284 vO IW 0:00.00 /bin/sh /home/nik/.xinitrc
285 vO S 0:38.45 /usr/X11R6/bin/sawfish

In het bovenstaande voorbeeld is de uitvoer van ps(1) georganiseerd in een aantal kolommen. PID is
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het proces ID. PIDs worden toegekend vanaf 1 en lopen op tot 99999. Als ze allemaal zijn gebruikt,
worden ze hergebruikt. (een PID wordt niet hergebruikt als deze reeds in gebruik is). De TT kolom
toont de tty vanwaar het programma draait en wordt nu buiten beschouwing gelaten. STAT toont de
huidige staat van het programma en ook deze kolom wordt buiten beschouwing gelaten. TIME is de
hoeveelheid tijd die het programma gedraaid heeft op de CPU. Dit is meestal niet de verstreken tijd
vanaf het moment dat het programma is gestart. Veel programma’s wachten omdat er alleen
gebruik wordt gemaakt van de CPU als er iets voor het programma te doen is. Als laatste is COMMAND
de commandoregel die gebruikt is om het programma te starten.

ps(1) ondersteunt een aantal opties die de informatie wijzigen die wordt weergegeven. Eén van de
meest nuttige combinaties is auxww. De optie a toont informatie over alle draaiende processen, niet
alleen die van de gebruiker die is aangemeld. De optie u toont de gebruikersnaam van de
proceseigenaar, evenals geheugengebruik. De optie x toont informatie over daemonprocessen en
met de optie ww laat ps(1) de volledige commandoregel zien voor elk proces, in plaats van een
mogelijk afgekorte regel omdat die te lang is om op het scherm te passsen.

De uitvoer van top(1) is hetzelfde:

% top

last pid: 72257; 1load averages: 0.13, 0.09, 0.03 up 0+13:38:33 22:39:10
47 processes: 1 running, 46 sleeping

CPU states: 12.6% user, 0.0% nice, 7.8% system, 0.0% interrupt, 79.7% idle
Mem: 36M Active, 5256K Inact, 13M Wired, 6312K Cache, 15M Buf, 408K Free

Swap: 256M Total, 38M Used, 217M Free, 15% Inuse

PID USERNAME PRI NICE SIZE RES STATE TIME  WCPU CPU COMMAND
72257 nik 28 @ 1960K 1044K RUN 0:00 14.86% 1.42% top
7078 nik 2 0@ 15280K 10960K select 2:54 @ .88% xemacs-21.1.14
281 nik 2 0 18636K 7112K select : 0 3% XF86_SVGA
296 nik 2 0 3240K 1644K select : 0. 5% xterm
48630 nik 2 @ 29816K 9148K select 3:18 0. .00% navigator-linu
175 root 2 0@ 924K 252K select : 0 0% syslogd
7059 nik 2 @ 7260K 4644K poll 1:38 0 0% mutt

De uitvoer is gesplitst in twee secties. De kop (de eerste vijf regels) toont het laatst uitgegeven PID,
de gemiddelde systeembelasting (hoe druk is een systeem), de uptime van het systeem (tijd
verstreken sinds laatste reboot) en de huidige tijd. De andere cijfers in de kop tonen hoeveel
processen er draaien (in dit geval 47) , hoeveel geheugen en swap er gebruikt wordt en hoeveel
processortijd het systeem besteed aan verschillende taakgroepen.

Daaronder staat een serie van kolommen die soortgelijke informatie bevatten als de uitvoer van
ps(1). Zo zijn het PID, de gebruikersnaam, de hoeveelheid processortijd en het commando dat
gebruikt is om het proces te starten te zien. top(1) laat standaard ook zien hoeveel geheugen er
gebruikt wordt door een proces. Dit staat in twee kolommen waarbij in de eerste kolom het
maximale geheugengebruik wordt getoond en in de tweede kolom het huidige geheugengebruik.
Maximale gebruik is de hoeveelheid geheugen die het proces nodig had in de tijd dat het bestaat en
het residente gebruik is hoeveel er op het moment van weergeven gebruikt wordt. In dit voorbeeld
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is zichtbaar dat getenv(3) bijna 30 MB RAM nodig had, maar op het moment van uitvoeren 9 MB
verbruikt.

top(1) werkt het beeld automatisch iedere twee seconden bij. Dat kan gewijzigd worden met de
optie s.

3.8. Daemons, signalen en het stoppen van processen

Als een gebruiker een editor draait is het makkelijk om de editor te besturen, te vertellen om
bestanden te openen, etc. Dit kan omdat de editor de mogelijkheden geeft om dat te doen en omdat
de editor gekoppeld is aan een terminal. Sommige programma’s zijn niet ontworpen om te draaien
met continue gebruikersinvoer, dus als zij de kans krijgen ontkoppelen zij zich van de terminal.
Een webserver reageert bijvoorbeeld de hele dag op webaanvragen en heeft eigenlijk geen input
van een lokale gebruiker nodig. Programma’s die email van locatie naar locatie transporteren zijn
een ander voorbeeld.

Deze programma’s heten daemons. Daemons waren karakters in de Griekste mythologie, goed noch
slecht, ze waren dienende geesten die op grote schaal nuttige dingen deden voor de mensheid. Net
zoals de huidige webservers en mailservers nuttige dingen doen. Dit is waarom de mascotte voor
BSD al lang een vrolijk kijkende daemon met puntoren en een drietand is.

Er is een overeenkomst om programma’s die meestal draaien als daemon te voorzien van het
achtervoegsel "d". BIND is de Berkeley Internet Name Domain (het echte programma heet named), de
Apache webserver heet httpd, de printerspooldriver heet 1pd, etc. Deze overeenkomst geldt niet
altijd. De hoofd maildaemon voor Sendmail heet bijvoorbeeld sendmail en niet maild.

Soms is communicatie met een daemon nodig. Een manier om dit te doen is het versturen van een
signaal (signals). Er zijn een verschillende signalen. Sommige hebben een specifieke bedoeling,
andere worden geintrepeteerd door de applicatie. In de documentatie van de applicatie staat hoe
de applicatie signalen intrepeteert. Er kan alleen een signaal naar een proces gezonden worden
waar de uitvoerende gebruiker eigenaar van is. Als met kill(1) of kill(2) een signaal naar een proces
van een andere gebruiker wordt gestuurd, wordt de toegang geweigerd. De enige uitzondering
hierop is de root gebruiker, die signalen naar processen van alle gebruikers kan sturen.

FreeBSD stuurt soms ook signalen naar applicaties. Als een applicatie slecht geschreven is en hij
probeert geheugen te benaderen waar hij niet naartoe mag, stuurt FreeBSD het proces een
Segmentation Violation signaal (SIGSEGV). Als een applicatie de systeemaanroep alarm(3) heeft
gebruikt om na een bepaalde periode een alarm te ontvangen, wordt er een Alarm signaal heen
gestuurd (SIGALRM), etc.

Twee signalen kunnen gebruikt worden om een proces te stoppen: SIGTERM en SIGKILL. SIGTERM is de
nette manier om een proces te Kkillen. Het proces kan het signaal afvangen, begrijpen dat de
eigenaar wil dat het wordt afgesloten, wellicht loghoekbestanden sluiten die geopend zijn en alle
onderhanden activiteiten afhandelen. In een aantal gevallen kan een proces SIGTERM negeren: als
het midden in een taak zit die niet beéindigd kan worden.

SIGKILL mag niet worden genegeerd door een proces. Dit is het "Wat je ook aan het doen bent, stop
er nu mee" signaal. Na een SIGKILL stopt FreeBSD het proces meteen.
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Andere veelgebruikte signalen zijn SIGHUP, SIGUSRT en SIGUSR2. Dit zijn algemeen bruikbare signalen
en verschillende applicaties zullen verschillend reageren als ze verstuurd worden.

Stel dat het bestand met instellingen voor de webserver is aangepast. Dan moet aan de webserver
verteld worden dat die de instellingen opnieuw moet lezen. Hiervoor zou httpd gestopt en gestart
kunnen worden, maar dit resulteert in een korte onderbreking van de webserverdienst, wat
ongewenst kan zijn. De meeste daemons zijn geschreven om te reageren op het SIGHUP signaal door
het opnieuw inlezen van het instellingenbestand. Dus in plaats van het stoppen en herstarten van
httpd kan het SIGHUP signaal gezonden worden. Omdat er geen standaard manier is om op deze
signalen te reageren, reageren verschillende daemons anders. Het is verstandig eerst de
documentatie van de daemon in kwestie te lezen.

Zoals onderstaand voorbeeld laat zien, worden signalen door kill(1) verzonden.

Procedure: Het versturen van een signaal naar een proces

Dit voorbeeld toont hoe een signaal naar inetd(8) wordt verstuurd. Het bestand met
instellingen voor inetd is /etc/inetd.conf en inetd leest dit bestand opnieuw in als er een SIGHUP
wordt verstuurd.

1. Eerst moet het proces ID worden opgezocht van het proces waar een signaal naar
verzonden moeten worden. Dit kan door pgrep(1) te gebruiken.

% pgrep -1 inetd
198 inetd -wW

Dus het PID van inetd(8) is 198.

2. Met kill(1) kan het signaal verzonden worden. Omdat inetd(8) wordt gedraaid door root
moet su(1) gebruikt worden om root te worden.

% su
Password:
# /bin/kill -s HUP 198

Zoals zovaak met UNIX® commando’s, geeft kill(1) geen uitvoer als het succesvol
uitgevoerd is. Als een signaal wordt verzonden naar een proces waarvan de gebruiker niet
zelf de eigenaar is, dan is de melding: kill: PID: Operation not permitted. Als het PID
verkeerd wordt ingevuld, wordt het signaal naar het verkeerde proces verzonden, wat
slecht kan zijn, of, als de gebruiker geluk heeft, wordt het verzonden naar een PID dat
momenteel niet in gebruik is, waarop de foutmelding kill: PID: No such process
verschijnt.

Waarom /bin/kill gebruiken?

o Veel shells leveren kill als ingebouwd commando. Dat betekent dat de
shell het signaal direct verstuurt in plaats van door het starten van
/bin/kill. Dit kan erg nuttig zijn, maar verschillende shells hebben een
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verschillende opdrachtregel voor het specificeren van de naam van het
signaal dat verstuurd moet worden. In plaats van ze allemaal te leren, is
het eenvoudiger om gewoon /bin/kill PID te gebruiken.

Andere signalen versturen werkt bijna hetzelfde door TERM of KILL op de commandoregel te
vervangen door wat nodig is.

Het stoppen van willekeurige processen op een systeem is meestal een slecht idee.
In het bijzonder bij init(8) met proces ID 1. Het draaien van /bin/kill -s KILL 1is

o een snelle manier om een systeem uit te zetten. Argumenten die aan kill(1) worden
meegegeven moeten altijd twee keer gecontroleerd worden voordat op Enter
gedrukt wordt.

3.9. Shells

In FreeBSD wordt een groot deel van het alledaagse werk gedaan vanuit een omgeving met een
commandoregel die shell heet. De grootste taak van een shell is om commando’s van het
invoerkanaal op te vangen en deze uit te voeren. Veel shells hebben ook functies ingebouwd om
mee te helpen om alledaagse taken zoals bestandsbeheer, bestandsglobbing, bestanden wijzigen
vanaf de commandoregel, commandomacro’s schrijven en uitvoeren en omgevingsvariabelen
instellen en wijzigen. FreeBSD heeft een aantal shells bijgeleverd zoals sh, de Bourne Shell en tcsh,
de verbeterde C-shell. Er zijn veel andere shells beschikbaar in de FreeBSD Portscollectie zoals zsh
en bash.

Welke shell gebruiken? Dit is een kwestie van smaak. Een C-programmeur voelt zich misschien
prettiger bij een C-achtige shell, zoals tcsh. Een voormalig Linux® gebruiker of iemand die niet veel
ervaring heeft met een UNIX® commandoregel interface wil misschien bash proberen. Elke shell
heeft zijn eigen unieke eigenschappen die wel of niet werken voor een bepaalde gebruiker.

Een standaard optie in een shell is bestandsnaam completie. Door het intikken van de eerste paar
letters van een commando of bestandsnaam, kan de shell opdracht gegeven worden om
automatisch de rest het commando of bestandsnaam toe te voegen met de Tab toets op het
toetsenbord. Stel dat er twee bestanden zijn met de namen foobar en foo.bar en foo.bar moet
verwijderd worden. Dan kan op het toetsenbord rm fo[Tab].[Tab] ingevoerd worden.

De shell geeft rm foo[BEEP].bar weer.

De [BEEP] geeft aan dat de shell in staat was om de bestandsnaam te completeren omdat er meer
dan één soortgelijk bestand was. foobar en foo.bar beginnen met fo, maar het was in staat om het
af te maken tot foo. Na het invoeren van een . en daarna Tab, is de shell in staat om de rest van de
bestandsnaam aan te vullen.

Een andere optie van de shell is het gebruik van omgevingsvariabelen. Omgevingsvariabelen zijn
variabele sleutelparen die opgeslagen zijn in de omgevingsruimte van een shell. Deze ruimte kan
uitgelezen worden door elk programma dat door de shell wordt uitgevoerd en bevat dus veel
programmainstellingen. Hieronder staat een lijst van standaard omgevingsvariabelen en wat ze
betekenen:
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Variabele Omschrijving

USER Gebruikersnaam van de gebruiker die is
aangemeld.
PATH Een lijst van mappen, gescheiden door een :

voor het zoeken naar binaire bestanden.

DISPLAY Netwerknaam van het X11 scherm om
verbinding mee te maken, indien beschikbaar.

SHELL De huidige shell.

TERM De naam van de huidige gebruikersterminal.
Gebruikt om de mogelijkheden van de terminal
te bepalen.

TERMCAP Databaseregel met terminal escape codes voor

het uitvoeren van diverse terminalfuncties.

OSTYPE Type besturingssysteem, bijvoorbeeld FreeBSD.

MACHTYPE De CPU architectuur waar het systeem op draait.

EDITOR De teksteditor waar de gebruiker de voorkeur
aan geeft.

PAGER De tekstpager waar de gebruiker de voorkeur
aan geeft.

MANPATH Lijst van mappen gescheiden door een : voor

het zoeken naar handleidingen.

Het instellen van omgevingsvariabelen verschilt van shell tot shell. In de C-achtige shells zoals tcsh
en csh moet setenv gebruikt worden om omgevingsvariabelen in te stellen. In Bourne-shells zoals sh
en bash moet export gebruikt worden om de omgevingsvariabelen in te stellen. Om bijvoorbeeld de
omgevingsvariabele EDITOR te wijzigen naar /usr/local/bin/emacs onder csh of tcsh moet het
volgende gedaan worden:

% setenv EDITOR /usr/local/bin/emacs

In Bourne shells is dat:

0,

% export EDITOR="/usr/local/bin/emacs"

Met de meeste shells kunnen de omgevingsvariabelen ook weergegeven worden door een $
karakter voor de variabelenaam te plaatsen op de commandoregel. echo $TERM zou weergeven wat
er in $TERM gezet is, omdat de shell $TERM uitbreid en het resultaat doorgeeft aan echo.

Shells kennen veel speciale karakters, die meta-karakters heten, als speciale weergaves van data.
De meest voorkomende is het karakter * karakter, dat elk karakter in een bestandsnaam voorstelt.
Deze speciale meta-karakters kunnen gebruikt worden om bestandsnaamglobbing te doen. Door
bijvoorbeeld echo * in te voeren, is het resultaat bijna hetzelfde als door het uitvoeren van 1s,
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omdat de shell alle bestanden die van toepassing zijn aan echo geeft om ze daarna te tonen.

Om te voorkomen dat de shell deze speciale tekens verwerkt, kunnen ze uitgeschakeld worden
door er het backslash karakter (\) voor te plaatsen. echo $TERM print de inhoud van TERM naar het
scherm. echo \$TERM print $TERM zoals het geschreven is.

3.9.1. Shell wijzigen

De makkelijkste manier om de shell te wijzigen is door het chsh commando te gebruiken. Door chsh
te starten wordt de editor gestart die in de EDITOR omgevingsvariable staat. Als deze niet is
ingesteld, wordt vi gestart. In de editor kan de regel waarop "Shell:" staat gewijzigd worden.

Aan chsh kan ook de optie -s meegegeven worden. Dit stelt de shell in, zonder dat een editor
gebruikt hoeft te worden. Als de shell bijvoorbeeld gewijzigd moet worden in bash, kan dat als
volgt:

% chsh -s /usr/local/bin/bash

De te gebruiken shell moet geregistreerd zijn in /etc/shells. Als een shell uit de
Portscollectie is geinstalleerd, is dit meestal automatisch gebeurd. Als de shell met
de hand is geinstalleerd moet het onderstaande gedaan worden.

Als bijvoorbeeld bash met de hand geinstalleerd is in /usr/local/bin, dient het
o onderstaande te gebeuren:

# echo "/usr/local/bin/bash" >> /etc/shells

Hierna kan chsh weer gedraaid worden.

3.10. Teksteditors

Een groot deel van de instellingen in FreeBSD wordt gemaakt door het bewerken van
tekstbestanden. Hierdoor is het een goed idee om bekend te zijn met een tekstverwerker. FreeBSD
heeft er een paar in het basissysteem en veel anderen zijn beschikbaar via de Portscollectie.

De makkKkelijkste en simpelste editor om te leren is de editor ee, wat "easy editor" betekent. Om ee te
starten, moet op de commandoregel ee bestandsnaam ingevoerd worden, waar bestandsnaam de
naam is van het bestand dat bewerkt moet worden. Om bijvoorbeeld /etc/rc.conf te bewerken,
wordt ee /etc/rc.conf ingegeven. Eenmaal in ee worden alle manipulatie commando’s die de editor
heeft weergegeven aan de bovenkant van het scherm. Het karakter dakje / staat voor de toets CTRL
op het toetsenbord, dus e vormt de toetscombinatie Ctrl + e. Om uit ee te komen wordt op de toets
Esc gedrukt en daar kan gekozen worden om de editor te verlaten. De editor vraagt dan of de
wijzigingen bewaard moeten worden als het bestand veranderd is.

FreeBSD heeft ook uitgebreidere tekstverwerkers, zoals vi, in het basissysteem en andere editors als
Emacs en vim maken onderdeel uit van de FreeBSD Portscollectie (editors/emacs en editors/vim).
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Deze editors leveren veel meer functionaliteit en kracht maar zijn lastiger om te leren. Als echter
veel met tekstverwerking gedaan wordt, is het leren van een krachtige editor als vim of Emacs
verstandig omdat deze uiteindelijk veel tijd kan besparen.

Veel applicaties die bestanden wijzigen of getypte invoer nodig hebben zullen automatisch een
tekstverwerker openen. Om de tekstverwerker te wijzigen die standaard wordt gebruikt, stelt u de
omgevingsvariabele EDITOR in. Zie de sectie shells voor meer details.

3.11. Apparaten en apparaatnodes

Apparaat is een term die meestal wordt gebruikt voor hardwareonderdelen in een systeem, zoals
schijven, printers grafische kaarten en toetsenborden. Als FreeBSD opstart laat het vooral zien
welke apparaten gedetecteerd worden. Deze opstartmeldingen kunnen nagekeken worden door het
bestand /var/run/dmesg.boot te bekijken.

acdo is bijvoorbeeld de eerste IDE cd-rom drive, terwijl kbd0 staat voor het toetsenbord.

Veel van deze apparaten moeten in een UNIX® besturingssysteem benaderd worden via speciale
bestanden die apparaatnodes heten en te vinden zijn in de map /dev.

3.11.1. Apparaatnodes maken

Als een nieuw apparaat wordt toegevoegd aan een systeem of als ondersteuning voor extra
apparaten wordt gecompileerd, dan moeten er misschien nieuwe apparaat nodes aangemaakt
worden.

3.11.1.1. DEVFS (apparaatbestandssysteem - DEVice File System)

Het apparaatbestandssysteem of DEVFS, levert toegang tot de apparaatruimte van de kernel in het
globale bestandssysteem. In plaats van dat het nodig is om apparaatnodes te maken en te wijzigen,
doet DEVFS dit.

In devfs(5) staat meer informatie.

3.12. Binaire formaten

Om te kunnen begrijpen waarom FreeBSD gebruik maakt van het elf(5) formaat, is het belangrijk
op de hoogte zijn van de drie "dominante" uitvoerbare formaten voor UNIX®:

e a.out(5)

Het oudste en "klassieke" UNIX® object formaat. Het gebruikt een korte en compacte kop met
een magisch nummer aan het begin dat veel gebruikt wordt om het formaat aan te geven
(a.out(5) geeft meer details). Het bevat drie laadbare segmenten: .tekst, .data en .bss, een
symbolentabel en een stringtabel.

* COFF

Het SVR3 object formaat. De kop bestaat uit een sectietabel, dus er kunnen meer dan alleen
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.tekst, .data, en .bss secties zijn.
» elf(5)

De opvolger van COFF, heeft meerdere secties en 32-bit of 64-bit als mogelijke waarden. Eén
nadeel: ELF was ook ontworpen met de aanname dat er maar één ABI per systeemarchitectuur
zou zijn. Deze aanname is eigenlijk redelijk incorrect, zelfs niet in de commerciéle SYSV wereld
(die op zijn minst drie ABIs heeft: SRV4, Solaris en SCO).

FreeBSD probeert om dit probleem heen te werken door een hulpprogramma te leveren voor
het brandmerken van een bekend ELF uitvoerbaar bestand met informatie over de ABI waar hij
mee kan werken. In brandelf(1) staat meer informatie.

FreeBSD komt uit het "klassieke" kamp en gebruikt het a.out(5) formaat, een technologie die zich
bewezen heeft door meerdere generaties van BSD versies heen, tot het begin van de 3.X versies.
Alhoewel het al mogelijk was om ELF programma’s en kernels te bouwen en te draaien op een
FreeBSD systeem , verzette FreeBSD zich eerst tegen de druk om over te schakelen naar ELF als
standaard formaat. Waarom? Toen het Linux® kamp hun pijnlijke wissel maakte naar ELF, was dat
niet zozeer om van het a.out formaat af te komen, maar meer omdat van het op de inflexibele
jump-tabel gebaseerde gedeelde bibliotheekmechanisme af te komen, die het maken van gedeelde
bibliotheken erg moeilijk maakte voor bedrijven en ontwikkelaars. Omdat de ELF hulprogramma’s
een oplossing voor het gedeelde bibliotheek probleem waren en algemeen gezien werden als een
"stap vooruit", werd de migratie geaccepteerd als noodzakelijk kwaad en werd de wissel
uitgevoerd. Het gedeelde bibliotheek mechanisme van FreeBSD is meer gebaseerd op het gedeelde
bibliotheek mechanisme van Sun’s SunOS™ en daardoor erg makkelijk te gebruiken.

Waarom zijn er zoveel verschillende formaten?

In het duistere donkere verleden was er simpele hardware. Deze simpele hardware ondersteunde
een simpel klein systeem. a